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Forvaltningsberittelse

Allmdnt om verksamheten

Djurens Ratt ar en ideell organisation grundad 1882 i Stockholm med syfte att verka for avskaffandet av
plagsamma djurférsok och évriga former av fortryck av djur. Djurens Ratt vill férandra for de djur som ar flest och
har det samst. Detta gérs genom demokratisk opinionsbildning, féretagssamarbeten och politiskt
paverkansarbete. Huvudomraden ar djuren i livsmedelsindustrin, djurforsok, palsdjursfarmning samt djurvanlig
konsumtion. Djurens Rétts vision ar en varld dar djur respekteras som kénnande individer med rétt till sina egna
liv.

Djurens Ratt &r medlem i Giva Sverige och foljer dess kvalitetskod. Djurens Ratt ar aven medlem i de
internationella samarbetsorganisationerna Eurogroup for Animals, Fur Free Alliance, Open Wing Alliance och
World Federation for Animals.

Djurens Ratts verksamhet finansieras pa frivillig basis. De stdrsta inkomstkallorna ar medlemsavgifter, gavor och
testamenten.

Djurens Ratt kontrolleras arligen av Svensk Insamlingskontroll och har tva 90-konton med kontonumren 90 10 87-
7 och 90 18 03-7. Verksamheten ar inte skattepliktig.

For mer detaljerad information om vart arbete, se separat verksamhetsberattelse. Den finns att lasa pa
www._diurensratt.se och kan Aven hestallas via 08-555 914 00.

Vasentliga handelser under rakenskapsaret

Historiskt beslut i EU-parlamentet

Tva stora handelser under 2021 blev startskottet for att utfasning av djurférsoken borjade tas pa allvar. For det
forsta fick Sveriges 3R-center i uppdrag att kartldagga konkreta atgarder for att minska djurférséken sa langt som
mojligt, nagot Djurens Ratt foreslagit. For det andra enades EU-parlamentet om att det behdvs en handlingsplan
for utfasning av djurférsoken. Det har var aret da fragan om strategier for utfasning av djurforsdken slutade vara
ett avlagset mal som ingen varit ansvarig for att uppna och aret da politikerna borjade aga fragan. Djurens Rétt har
saklart arbetat hart for forandring nar det galler djurforsok, bl.a. med kampanjen Act4LabAnimals dar vi uppmanat
EU:s ledare att gora mer for att nd malet om att ersétta alla forsok pa levande djur i EU. Omkring 58 000 personer
skrev under Djurens Ratts namninsamling i Sverige och éver 150 forskare stallde sig bakom vara forslag. |
september fattade sedan EU-parlamentet antligen ett beslut om att ge EU-kommissionen i uppdrag att ta fram en
handlingsplan for utfasning av djurférsdken.

Andelen honor i bur fortséatter minska & Krondgg séger nej till burdgg

Djurens Ratt har under lang tid framgangsrikt arbetat for att hdnor ska slippa leva i burar genom att fa
konsumenter och féretag att valja bort burarna. Ar 2008, nar Djurens Ratt inledde sin féretagspaverkan hélls mer
an tva miljoner honor i den svenska aggindustrin i burar. | slutet av 2021 ligger siffran pa 304 500 hénor. En
minskning med ungefar 223 000 hdnor jamfoért med 2020. Andelen hénor i bur &r nu nere pa 3,5 %. Motsvarande
siffra 2008 lag pa 39,4 %.

Alla svenska livsmedelskedjor ar burdaggsfria

Under arens lopp har kedja efter kedja tagit stélining fér hénorna och till slut stod ICA ensam kvar. Ar 2020 inledde
darfor Djurens Ratt en riktad konsumentupplysningskampanj om att kedjan behdvde agera for de hénor som
fortfarande sitter i burar. | april 2021 kom sa beskedet fran ICA att de avrader sina handlare fran att képa in agg
fran honor i burar. Trots att ICA:s avradan inte kan likstéllas med en tydlig féretagspolicy, sa &r bedémningen att
det utifran marknaden i stort blir svart for enskilda ICA-handlare att kdpa in burégg i framtiden. Tretton ars arbete
avslutades darmed och alla svenska livsmedelskedjor ar nu fria fran buragg!

Jattekoncernen Yum! Brands slopar burdaggen

| bérjan av maj inledde Djurens Réatt en internationell kampanj, tilsammans med organisationer utanfér Sverige,
for att fa Yum! Brands, som bland annat ager Pizza Hut, att slopa burdggen. Hundratusentals konsumenter
engagerade sig och Yum! Brands valde att lyssna och beskedet kom i september att koncernen slopar buraggen
pa ett globalt plan. Beslutet inkluderar kedjans 50 000 restauranger som finns i 150 Iander. Den har kampanjen ar
en av Djurens Ratts hittills mest framgangsrika nar det kommer till att fa ut hénor ur burar.

Burférbud pa gang i hela EU

Under aret har Djurens Ratt arbetat intensivt med medborgarinitiativet End the Cage Age, ett initiativ som Djurens
Ratt samlat nara 50 000 underskrifter till fran Sverige. | juni 2021 naddes en historisk milstolpe nar EU-
kommissionen meddelade att de gar vidare med initiativet utifran malet att samtliga burar inom livsmedelsindustrin
ska fasas ut i hela EU. Detta foregicks bland annat av att Djurens Ratt skickade en skrivelse till Sveriges
kommissionar samt till relevanta tjansteman, tillsammans med en lang rad andra insatser under varen.
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Djurens Ratt far manga foretag att sluta med turbokycklingar

Under aret som gatt lanserade Djurens Réatt ett nytt satt att granska foretags arbete med djurvalfard, i form av en
serie foretagsrapporter. | rapporterna rankas foretag efter deras arbete for djuren med fokus pa kycklingar och
European Chicken Commitment (ECC). Under aret har tre foretagsrapporter slappts. | januari 2021 slépptes
Djurens Ratts forsta foretagsrapport, “Vad gdmmer sig i din matkasse?”, som granskade matkasseforetag pa den
svenska marknaden. Rapporten konstaterade att flera av matkassarna arbetade med ECC, men att
marknadsledande Linas Matkasse dessvarre inte gjorde det. Djurens Ratt inledde en
konsumentupplysningskampanj i bérjan av 2021 for att fa Linas Matkasse att anta ECC. Engagemanget var stort
och fler an 12 000 personer skrev under Djurens Ratts upprop. Efter att Djurens Rétt informerat allmanheten om
Linas Matkasses brist pa ansvarstagande valde foretaget under varen att dven de bérja arbeta utifran ECC-
kriterierna.107 dagar av intensiv konsumentupplysning var till &nda.

Djurens Ratt har genom effektivt paverkansarbete bidragit till att fler &n 100 nya foretag valt att jobba med
European Chicken Commitment (ECC) under 2021. Totalt har nu nastan 300 foretag valt att arbeta med kriterierna
vilket kommer forbattra livet for miljontals kycklingar varlden 6ver. Bara i Sverige har féretagen som arbetar med
ECC okat med 6ver 40 % under aret som gatt, och siffran tickar stadigt uppat. ECC ar pa god vag att bli
branschens nya miniminiva.

Sveriges kommuner reagerar mot Kronfagel

| samband med Aftonbladets granskning av Kronfagels kycklingfabrik i maj fick manga upp 6gonen for de
missforhallanden som sker i djurfabrikerna. Djurens Ratt har under flera ar arbetat konsekvent med att lyfta
kycklingarnas situation och 2021 &r inget undantag. | samband med att skandalen blossade upp kontaktade
Djurens Ratt kostcheferna i landets stérre kommuner for att informera dem om handelserna och be dem bojkotta
produkter fran Kronfagel, vilket samtliga kommuner som kontaktades beslutade att géra. Djurens Ratts samtal till
kommunerna satte bollen i rullning och gjorde sa att manga kommuner fattade motsvarande beslut; enligt
Aftonbladet var det totalt 90 kommuner som stoppade inkdpen fran Kronfagel.

Tiotusentals har inspirerats till djurvanliga val

Kampanjen 99 miljoner lanserades forsta gangen 2018 och uppmuntrar till att valja vego istallet for att stodja
kycklingindustrins djurfabriker. Under 2021 har kampanjen 6vergatt till att bli en fast programverksamhet inom
Djurens Ratt. Vi har genomfért en annonseringskampanj, flera nya kampanjaktiviteter och kycklingarna var i fokus
under Djurens Ratts arliga sommarturné. Annonseringskampanjen, om kycklingarnas liv i djurfabrikerna, har synts
i kollektivtrafiken, tidningar, banners, YouTube och sociala medier. Under 2021 hade annonseringen en total
rackvidd pa omkring 3,3 miljoner.

Djurens Ratt har genom webbsidan och inspirationsmagasinet Valj Vego uppmuntrat till djurvanliga val - under
2021 bestalldes magasinet av mer an 6 000 personer och antalet unika besdkare till hemsidan 6kade med nastan
100 %. Fler an 15 000 personer anmalde sig till nagon av vara digitala vegoutmaningar under 2021. Utmaningarna
som flest personer anmalde sig till under aret var Kycklingfri fredag, Veganuari och Gron jul for grisarna. Av dem
som deltog i utmaningar eller bestallde inspirationsmagasinet under 2021 raknade sig 85 % till gruppen
reducerare, d.v.s personer som medvetet forséker minska konsumtion av animalier men annu inte valt bort dem
helt. Det ar den malgrupp som Djurens Ratt vill fokusera mest pa, da stor effekt kan uppnas pa kort tid.

Pandemins effekter

Djurens Ratts verksamhet under 2021 har fortsatt paverkats av covid-19 pa olika satt. Utéver att anstalld personal
arbetat hemifran till storsta delen, har verksamheten bland volontérer och i lokalorganisationerna anpassats. Detta
har lett till farre fysiska events och uteblivna kampanjinsatser. Sommarturnén genomférdes i ett nedbantat format
som motsvarar en knapp femtedel av det vanliga upplagget. Detta har haft en negativ inverkan pa
medlemsinflédet, som annars brukar vara stort i samband med sommarturnén.

En positiv effekt av pandemin var att smittriskerna med djurfabriker i allmanhet och minkfarmer i synnerhet
hamnade i blickfanget. Regeringen satte minkaveln pa paus i januari och tillsatte samtidigt en utredning om
smittriskerna kring djurhallning. Detta skonade livet pa tiotusentals minkar, dock drogs det beslutet tillbaka i slutet
av 2021. Ett beslut som Djurens Raétt har dverklagat till Kammarratten.

For mer detaljerad information om vart arbete, se separat verksamhetsberattelse. Den finns att lasa pa
www.djurensratt.se och kan aven bestallas via 08-555 914 00.
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Utveckling av foreningens verksamhet, resultat och stallning

Ekonomisk éversikt 2021 2020 2019 2018
Antal medlemmar 49 126 49 017 48 010 46 625
Medlemsintakter 9126 9972 9072 8 845
Arv, gavor och bidrag 43 838 34 016 38 257 35 656
Over-/underskott fran

verksamheten 9968 3816 4633 994

Andamalskostnader/

totala intakter 71% 79% 78% 86%
Adm.kostnader (inkl insaml-

kostnader)/ totala intakter 10% 12% 11% 9%
Insamlingskostnader/

medel fran allmanheten 5% 6% 6% 4%

Nyckeltal, Svensk insamlingskontroll

Andelen som valjer att bli manadsgivare fortsatter att 6ka. Verksamheten ar helt beroende av frivilligt
stod. Medlemsavgifter, gavor och arv star for merparten av intakterna.

Finansiella instrument

En trygghet fér Djurens Ratt som organisation ar det kapital som finns i form av vardepapper. Syftet
med att ha detta kapital ar att sakerstélla att Djurens Rétt kan bedriva en stabil och malmedveten
verksambhet till gagn for djurs rattigheter, aven om 6vriga intakter periodvis skulle minska. Detta
galler inte minst for arv.

Enligt gallande kapitalplaceringspolicy investerar Djurens Ratt inte i oetiska foretag, med detta avses foretag vars
verksamhet har direkt anknytning till animalieproduktion, djurférsok, alkohol, tobak, vapen eller pornografi.
Portféljen granskas I6pande genom en oberoende screening-tjanst for att sakerstélla att de etiska riktlinjerna foljs.
Policyn finns i sin helhet pd www.djurensratt.se.
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Medlemmar och organisation

2021 2020 2019 2018
Medlemmar 49 126 49 017 48010 46 625
Lokalavdelningar 12 14 16 20
Aktivitetskoordinatorer 7 16 22 17
Kommuner med
lokalorganisationer 28 46 57 55

Medlemmar i Djurens Raétt far arligen fyra nummer av medlemstidningen, med samma namn, samt nyhetsbrev via
e-post varannan vecka. Medlemsmassigt har Djurens Raétt inte 6kat i samma takt som tidigare, det beror till stor
del pa installda event dar medlemsvarvning vanligtvis ar ett viktigt fokus.

Medlemmar i aldern 0-13 ar far tidningen Radda Djuren Klubbnytt fem ganger under aret. Djurens Rétt har forutom
www.djurensratt.se aven sajten www.valjvego.se och en webbutik med forséljning av bland annat litteratur inom
amnen som anknyter till verksamheten. Medlemmar har rabatt.

Djurens Ratt ar en riksorganisation, vars bas utgodrs av lokalorganisationer, som i sin tur utser ombud med rostratt
vid riksstdmman som ar Djurens Ratts hdgsta beslutande organ. Lokalorganisationer omfattar i vissa fall mer &n
en kommun. Alla lokalorganisationer arbetar helt ideellt. Under 2021 har arbetet med att kanalisera engagemanget
skett till stor del digitalt da restriktionerna pga. covid-19 begransat antalet fysiska evenemang. Konceptet med
digitala Djurens Ratt-blixtar har arbetats med under aret. Detta ar ett stod till Djurens Ratts opinionsarbete, dar
blixtarna uppmuntras att bl.a. dela informationskampanijer via sociala medier. Resultatet har varit fortsatt bra, da
aktiveringen av dem har lett till 6kad maluppfyllelse.

En av de storsta ideella informationssatsningarna i Sverige ar Djurens Réatts sommarturné som arligen engagerar
100-150 volontarer. Forutsattningarna for arets sommarturné var valdigt annorlunda da alla evenemang som
Djurens Ratt normalt deltar pa stéllts in. | stéllet genomfordes en begransad stadsturné anpassad efter radande
restriktioner fran Folkhalsomyndigheten. Sommarturnén gjorde nedslag pa 13 platser runtom i landet.

Den digitala grundutbildning som lanserades i slutet av 2020 har éppnat upp for fler medlemmar, oavsett var i
landet de bor, att 1ara sig om grunderna inom Djurens Rétt. Totalt har fler &n 350 medlemmar genomgatt
utbildningen under 2021.
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Anstillda

Djurens Ratt har utdver ideellt engagerade medlemmar ocksa anstalld personal i sin riksorganisation. Under 2021
har organisationen fortsatt implementera den stdrre organisationsférandring som pabdrjades 2020 for att kunna
véxa och bli starkare. Manga rekryteringar har skett under aret och den nya organisationen beréknas fullt
implementerad under 2022.

Djurens Ratt har ett aktivt och systematiskt arbetsmiljoarbete, en I6pande samverkan sker mellan ledningsgrupp
och personal, framst genom en utsedd skyddskommité som bestar av ledningsrepresentant, HR och
arbetsmiljdombud. Lépande medarbetarsamtal halls minst en gang i manaden med all personal. Under 2021 har
succé- och signalméten inférts som en férlangning av de pulsmatningar som inférdes 2020.

Under 2021 arbetades vad vi kallar "framtidskontoret" fram, efter en lang tid av distansarbete har Djurens Ratt nu
tagit fram ett flexibelt arbetssatt dar en 6verenskommelse skrivits med alla anstallda. Upplagget bygger pa att de
som onskar fortsatta kombinera kontors- och hemmajobb framéver har mdéjlighet att gora det i den utstréackning
tjansten och verksamheten tillater. De med tyngd pa hemmajobb har under aret fatt hem ett hdj- och sankbart
skrivbord om de 6nskat, for att bibehalla en god arbetsmiljo dven i hemmet.

Arbetsplatsen omfattades under 2021 av kollektivavtal mellan arbetsgivarorganisationen Fremia och Unionen.

Miljéinformation

Djurens Ratt &r med sin heltackande veganska matpolicy, och sitt begransade flygresande,

sannolikt en av Sveriges mer miljévanliga organisationer sett till storleken. Det beror pa att nar vi valjer veganska
produkter, sa minskas miljopaverkan drastiskt. Miljdpolicyn anger att vid inkdp ska varor och tjanster véljas som i
sin produktion tagit hansyn till miljo sa langt det ar majligt. Nar sa ar mojligt ska vi foretradesvis valja varor och
tjanster som ar miljdmarkta eller miljocertifierade, exempelvis val av elleverantér. Djurens Rétts riktlinjer anger att
resor i forsta hand ska ske med tag, i andra hand med buss. M&ten inom Djurens Rétt sker till storsta delen via
videosamtal.

Forvantad framtida utveckling samt vasentliga risker och osdkerhetsfaktorer

Mot bakgrund av utvecklingen under de senaste aren star Djurens Ratt stabilare an pa mycket lange. De storsta
osakerhetsfaktorerna ar dock fortsatt de effekter som pandemin kan leda till. Vilka blir de ekonomiska effekterna
pa samhallsekonomin? | vilken riktning gar diskussionen om smittriskerna i djurfabrikerna? Hur
samhallsekonomin ser ut kan paverka intresset for politiska reformer liksom framtida gavor Djurens Ratt far av
allmanheten. Djurens Raétts kapital kan ocksa paverkas, aven om aktieportféliens sammansattning ar val avvagd
bor vi vara medvetna om riskfaktorn som bérsnedgangar utgor. Under pandemin har svangningarna varit kraftiga
emellanat.

Det ser ut som om att Djurens Ratt narmar sig de uppsatta malen om att fa till stand handlingsplaner for
avveckling av djurforsok, liksom att mer statliga pengar ska avsattas for djurfri forskning. Under de kommande
aren kan avgorande beslut komma att fattas. Detsamma géller méjligheterna till positiva forandringar i samband
med Oversynen av EU:s djurskyddslagstiftning som ska vara klar 2023.

Djurens Ratts dialogarbete med foretag forvantas ge goda resultat. Har finns ytterligare utvecklingspotential.
Under 2022 kan ytterligare genombrott komma géllande att foretag staller hégre krav vid upphandling av
kycklingkétt. Da fragan om burégg i det ndrmaste ar avgjord, ur ett foretagsperspektiv sett, kan paverkansarbetet
istallet riktas till forman for kycklingar, samt fiskar. De djur som &r flest och har det sdmst.

En férvantad och viktig utveckling ar att kéttkonsumtionen kommer fortsatta att minska. Det finns dock fortsatt en
risk att antalet djurindivider som slaktas kan 6ka, da kycklingkétt ersatter kott fran nétdjur och grisar vilket leder till
att ett storre antal djurindivider slaktas. Under 2021 sag vi just en sadan utveckling. Detta lagger Djurens Rétt
stora resurser pa att motverka och istallet inspirera fler aktérer att valja vego.

Djurens Ratt har som mal att ha ett medlemsantal som &verstiger 60 000 medlemmar de kommande aren. Detta
kommer att krdva starkt fokus pa medlemsvard och pa att hitta effektiva rekryteringsformer.

Djurens Ratt har historiskt sett haft en positiv utveckling, men har under sin 140 ar langa historia ocksa upplevt en
del mycket kraftiga bakslag. Kapital motsvarande narmare tva ars verksamhetskostnader har darfor byggts upp i
syfte att anvandas om det sistnamnda skulle intraffa. Det grundar sig i att Djurens Ratt ar helt beroende av frivilligt
stdd fran privatpersoner, dar arv utgor en stor andel. Konjunkturférandringar i den allmanna ekonomin kan da ha
stora konsekvenser. En stor del av kapitalet bestar av finansiella tillgangar i form av aktier. En aktieportfolj ger oss
valfrihet utifran de etiska riktlinjerna som anges i var kapitalplaceringspolicy och aktier har historiskt sett gett en
god avkastning till verksamheten.
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Forvaltning

Djurens Ratts riksstyrelse ska enligt stadgarna besta av nio ledamoéter och tre suppleanter. Riksstyrelsen leder
organisationen mellan riksstimmorna och ansvarar for att genomfora de av riksstdmman faststéllda besluten. Till
stdd har riksstyrelsen en riksorganisation som leds av generalsekreteraren och understalld personal, samt
volontarer. Sammanlagt involveras omkring 400 personer i riksorganisationen, varav ett 50-tal som anstallda.

Under 2021 har riksstyrelsen haft 11 protokollférda méten och bestatt av:
Camilla Bergvall, riksordférande (11/11)

Sofia Kamlund, 1:a vice riksordférande (11/11)
Tina Hogevik, 2:e vice riksordférande (11/11)
Evelina Alsén, ledamot (3/4)

Ida Ahlstrom, ledamot (10/11)

Amanda Bengtsson, ledamot (6/11)

Sophie Gripenberg, ledamot (4/7, invald i maj)
Anna Hjalmarsson, ledamot (5/7, invald i maj)
Peter Holmberg, ledamot (7/11)

Sara Tjernstréom Carraro, ledamot (4/4)
Tommy Ringléw, ledamot (8/11)

Christian Nordstrém, suppleant (10/11)

Edvin Kvamme, suppleant (10/11)

Andreas Nordvall, suppleant (7/7, invald i maj)

Inom parantes star métesnarvaron angiven.

Djurens Ratts valberedning har sedan riksstdmman 2021 bestatt av:
Alexandra Siredal, Gurgin Bakircioglu och Magnus Gunnarsson

Djurens Ratt har haft en auktoriserad revisor under rakenskapsaret:
Knut Heilborn, KPMG

Tva lekmannarevisorer utsags vid riksstdmman 2021 att granska genomférandet av dess beslut:
Ami Niglév och Niklas Johansson

Féljande personer har under 2021 hanterat det operativa arbetet, ekonomin och personalfragor inom Djurens Ratt:

Benny Andersson, generalsekreterare
Sara-Maria Westerlund, operativ chef

Sofia Leander, chef verksamhetsstod

Moa Ranum, insamlingschef

Linn Akesson, kommunikationschef

Coral Ricote, kampanjchef

Francesca Vilches, chef djurvanlig konsumtion
Sebastian Wiklund, samhallspolitisk chef

Ovrig information

Djurens Ratt ar representerat i Jordbruksverkets dialoggrupp for djurskydd och har under aret besvarat ett tiotal
remisser rorande foreskriftsforandringar, bland annat om andring av Jordbruksverkets djurskyddsforfattningar (L
35, L 101, L 111 och L 116). Flera skrivelser har under aret aven skickats till EU-kommissionen, bland annat till
stod for initiativet End the Cage Age.

Djurens Rétts vice riksordférande ingar i den Nationella kommittén for skydd av djur som anvands for
vetenskapliga andamal, tillika styrgrupp for statliga 3R-centret.

Det internationella arbetet ar prioriterat for organisationen. Djurens Ratts generalsekreterare ar
styrelserepresentant bade i Eurogroup for Animals och i World Federation for Animals. Djurens Ratts ansvariga for
foretagsrelationer ingar i styrgruppen for Open Wing Alliance.

Vad betréaffar resultat och stallning i 6vrigt, hanvisas till efterfoljande resultat- och balansrékningar med tillhérande
noter.
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Resultatréakning

Belopp i tkr Not 2021 2020
Verksamhetsintékter

Medlemsavgifter 9126 9972
Gavor 3 43 838 34016
Bidrag 3 262 286
Nettoomsattning 515 448
Ovriga intakter 136 161
Summa verksamhetsintéakter 53 877 44 884
Verksamhetskostnader

Andamalskostnader -38 148 -35 464
Insamlingskostnader -2 474 -2 463
Administrationskostnader -3 287 -3 141
Summa verksamhetskostnader -43 909 -41 068
Verksamhetsresultat 45 9968 3816
Resultat fran finansiella poster

Resultat fran évriga vardepapper och fordringar

som &r anlaggningstillgangar 6 1621 695
Rantekostnader och liknande resultatposter -37 -37
Forvaltningskostnader -50 -68
Resultat efter finansiella poster 11 503 4406
Arets resultat 11 503 4 406
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Djurens Ratt
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Balansrakning
Belopp i tkr Not 2021-12-31 2020-12-31
TILLGANGAR
Anlaggningstillgangar
Immateriella anldggningstillgangar
Balanserade utgifter for programvara 7 791 1192
791 1192
Materiella anldggningstillgangar
Nedlagda utgifter pa annans fastighet 8 165 -
Inventarier 9 11 23
176 23
Finansiella anldggningstillgangar
Andra langfristiga vardepappersinnehav 10 57 159 58 130
Andra langfristiga fordringar 11 58 58
57 217 58 188
Summa anlaggningstillgangar 58 185 59 402
Omsittningstillgangar
Varulager m m
Handelsvaror 427 447
Forskott till leverantdrer 202 202
629 649
Kortfristiga fordringar
Kundfordringar 89 129
Aktuell skattefordran - -
Ovriga fordringar 471 403
Forutbetalda kostnader och upplupna intékter 12 912 726
1471 1258
Kortfristiga placeringar 13 5169 776
Kassa och bank
Kassa och bank 46 613 30 023
46 613 30023
Summa omsattningstillgangar 53 883 32 706
SUMMA TILLGANGAR 112 068 92 109
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Balansrakning

Belopp i tkr Not 2021-12-31 2020-12-31

EGET KAPITAL OCH SKULDER

Eget kapital

Andamalsbestdamda medel 8483 926

Balanserat resultat 85 056 80 650

Arets resultat 11 503 4 406
105 042 85982

Kortfristiga skulder

Leverantorsskulder 3123 1842

Aktuell skatteskuld 59 2

Ovriga skulder 942 713

Upplupna kostnader och férutbetalda intakter 14 2901 3570

7 026 6 127
SUMMA EGET KAPITAL OCH SKULDER 112 068 92 109
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Rapport 6ver forandringar i eget kapital 2020

Andamls- Balanserat
bestdmda Totalt eget kapital
resultat
medel
Belopp i tkr
Ingaende balans 1998 81430 83 428
Andamalsbestamt av givaren 780 -780 -
Utnyttjade -1852 - -1852
Arets resultat 4 406 4 406
Utgaende balans 926 85 056 85 982
Rapport over forandringar i eget kapital 2021
Andamals- Bal y
bestdmda alansera Totalt eget kapital
resultat
medel
Belopp i tkr
Ingaende balans 926 85 056 85982
Andamalsbestamt av givaren 8518 - 8518
Utnyttjade -961 -961
Arets resultat 11 503 11 503
Utgaende balans 8483 96 559 105 042
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Noter
Belopp i tkr om inget annat anges

Not 1 Redovisningsprinciper
Insamlingsorganisationens redovisnings- och varderingsprinciper éverrensstammer med ars-
redovisningslagen, BFNAR 2012:1 (K3) och Giva Sveriges styrande riktlinjer for arsredovisning.

Tillgangar, avsattningar och skulder har varderats till anskaffningsvarden om inget annat anges
nedan. Redovisningsprinciper ar oférandrade mot féregaende ar.

Immateriella tillgangar

Ovriga immateriella anlaggningstillgangar

Ovriga immateriella anlaggningstillgangar som férvarvats ar redovisade till anskaffningsvérde
minskat med ackumulerade avskrivningar och nedskrivningar.

Avskrivningar
Avskrivning sker linjart dver tillgangens beraknade nyttjandeperiod. Avskrivningen redovisas som
kostnad i resultatrakningen.

Nyttjandeperiod
Férvérvade immateriella tillgangar
Webbportal 5ar
Medlemsregister 10 ar
Medlemsregistret togs i bruk i oktober 2016. Nyttjandeperioden ar beréknad till 10 ar.
Systemet tog ca ett och ett halvt ar att utveckla och ar framtaget for att kunna anvandas under
en period av 10 ar. Det &r till viss del majligt for organisationens egen personal att vidareutveckla
systemet. Byte av medlemsregister ar ett stort och kostsamt projekt fér organisationen och en
begrénsad frekvens av byten efterstravas darfor. Tidigare medlemsregister har haft en berédknad
nyttjandeperiod pa 10 ar, vilket har stamt val éverens med den faktiska anvandningen.
Materiella anlaggningstillgangar
Materiella anlaggningstillgangar redovisas till anskaffningsvarde minskat med ackumulerade av-
skrivningar och nedskrivningar. | anskaffningsvardet ingar forutom inkdpspriset aven utgifter som
ar direkt hanforliga till forvarvet.
Tillkommande utgifter
Tillkommande utgifter som uppfyller tillgangskriteriet raknas in i tillgdngens redovisade varde. Ut-
gifter for Idpande underhall och reparationer redovisas som kostnader nar de uppkommer.

Nyttjandeperiod
Nedlagda utgifter pa annans fastighet 2-3 ar
Inventarier, verktyg och installationer 5ar
Datorer och natverk 3ar
Fordon 3ar

Avskrivningstiden for installationer och férbattringsutgifter pa annans fastighet motsvarar kontrakts-
tiden for lokalen.

Nedskrivningar - materiella och immateriella anlaggningstillgangar

Vid varje balansdag bedéms om det finns nagon indikation pa att en tillgangs varde ar lagre an
dess redovisade varde. Om en sadan indikation finns, beréknas tillgangens atervinningsvarde.
Atervinningsvardet &r det hdgsta av verkligt varde med avdrag for férsaljningskostnader och
nyttiandevarde. Vid berakning av nyttjandevardet berdknas nuvardet av de framtida kassafléden
som tillgangen vantas ge upphov till i den I6pande verksamheten samt nar den avyttras eller ut-
rangeras. Den diskonteringsréanta som anvands &ar fore skatt och aterspeglar marknadsmassiga
bedémningar av pengars tidsvarde och de risker som avser tillgangen. En tidigare nedskrivning
aterfors endast om de skal som Iag till grund for berékningen av atervinningsvardet vid den senaste
nedskrivningen har férandrats.

Leasing
Alla leasingavtal redovisas som operationella leasingavtal.

Operationella leasingavtal
Leasingavgifterna enligt operationella leasingavtal, inklusive forhojd forstagangshyra men exklusive
utgifter for tjianster som forsakring och underhall, redovisas som kostnad linjéart 6ver leasingperioden.

Varulager

Varulagret ar upptaget till det lagsta av anskaffningsvardet och nettoférsaljningsvardet. Darvid har
inkuransrisk beaktats. Anskaffningsvardet berdknas enligt forst in- forst ut- principen. | anskaffnings-
vardet ingar forutom utgifter for inkop aven utgifter for att bringa varorna till deras aktuella plats och
skick.

Finansiella tillgangar och skulder
Finansiella tillgangar och skulder redovisas i enlighet med kapitel 11 (Finansiella instrument
varderade utifran anskaffningsvardet) i BFNAR 2012:1.
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Redovisning i och borttagande frén balansrékningen

En finansiell tillgang eller finansiell skuld tas upp i balansrakningen nar féretaget blir part i
instrumentets avtalsmassiga villkor. En finansiell tillgang tas bort fran balansrakningen nar den
avtalsenliga ratten till kassaflodet fran tillgangen har upphort eller reglerats. Detsamma géller nar
de risker och fordelar som ar férknippade med innehavet i allt vasentligt éverforts till annan part och
foretaget inte langre har kontroll dver den finansiella tillgangen. En finansiell skuld tas bort fran
balansrakningen nar den avtalade forpliktelsen fullgjorts eller upphort.

Vérdering av finansiella tillgdngar
Finansiella tillgangar varderas vid forsta redovisningstillfallet till anskaffningsvarde, inklusive
eventuella transaktionsutgifter som &r direkt hanforliga till forvarvet av tillgangen.

Finansiella omsattningstillgangar varderas efter forsta redovisningstillféllet till det lagsta av an-
skaffningsvardet och nettoforsaljningsvardet pa balansdagen.

Kundfordringar och 6vriga fordringar som utgdér omsattningstillgangar varderas individuellt till det
belopp som beréknas inflyta. Fordran pa medlemsavgifter tas inte upp som fordran om det inte
finns en legal fordran pa medlemmen.

Finansiella anlaggningstillgangar varderas efter forsta redovisningstillfallet till anskaffningsvarde
med avdrag for eventuella nedskrivningar.

Rantebarande finansiella tillgangar varderas till upplupet anskaffningsvarde med tillampning av
effektivrntemetoden.

Vid vardering till I1agsta vardets princip respektive vid beddmning av nedskrivningsbehov anses
foretagets finansiella instrument som innehas for riskspridning inga i en vardepappersportfolj och
véarderas darfér som en post, aktier och évriga vardepapper som framgar av not 10.

Djurens Ratt kan aven investera i andamalsbetingade innehav vilka bl.a. kan utgéras av aktier

i onoterade bolag vars produkter/tjénster ligger i linje med organisationens verksamhetsmal. Da
dessa placeringar gors i ett annat syfte an att ge en langsiktig avkastning for att sakerstalla
organisationens langsiktiga kapitalbehov och innebar en férhojd risk, redovisas dessa placeringar
skilda fran organisationens vardepappersportfolj och varderas separat.

Vérdering av finansiella skulder
Finansiella skulder varderas till upplupet anskaffningsvarde. Utgifter som ar direkt hanforliga till
upptagande av lan korrigerar lanets anskaffningsvarde och periodiseras enligt effektivrantemetoden.
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Ersattningar till anstéllda

Erséttningar till anstallda efter avslutad anstélining

Klassificering

Planer for ersattningar efter avslutad anstallning klassificeras som antingen avgiftsbestamda eller
férmansbestamda.

Vid avgiftsbestdmda planer betalas faststallda avgifter till ett annat foretag, normalt ett férsakrings-
foretag och har inte langre nagon forpliktelse till den anstéllde nar avgiften ar betald. Storleken pa
den anstélldes ersattningar efter avslutad anstallning &r beroende av de avgifter som har betalat
och den kapitalavkastning som avgifterna ger.

Vid férmansbestamda planer har féretaget en forpliktelse att lamna de éverenskomna er-
sattningarna till nuvarande och tidigare anstéllda. Foretaget bar i allt vasentligt dels risken att er-
sattningarna kommer att bli hogre an forvantat (aktuariell risk), dels risken att avkastningen pa
tillgangarna avviker fran férvantningarna (investeringsrisk). Investeringsrisk foreligger aven om till-
gangarna ar dverforda till ett annat foretag.

Djurens Ratt tillampar avgiftsbestamd plan.

Avgiftsbestamda planer
Avgifterna for avgiftsbestdmda planer redovisas som kostnad. Obetalda avgifter redovisas som skuld.

Skatter
Foreningen ar skattebefriad fran inkomstskatt och betalar darfor ej skatt pa exempelvis realisations-
vinster.

Andamalsbestimda medel
| posten andamalsbestdamda medel i eget kapital redovisas annu inte férbrukade gavor och andra
andamalsbestdmda medel. Se aven eget kapital-rapporten.

Intédkter

Det infléde av ekonomiska férdelar som organisationen erhallit eller kommer att erhalla for egen
rékning redovisas som intakt. Intékter varderas till verkliga vardet av det som erhallits eller kommer
att erhallas, med avdrag for rabatter.

Medlemsavgifter

Medlemsavgifter omfattar inbetalningar for medlemskap i organisationen. Medlemsavgifter redo-
visas vid inbetalning fran medlemmen och intaktsredovisas éver den tidsperiod som avses. Ars-
betalande medlemmars avgifter som inkommer efter den 15 september galler medlemskap nast-
kommande ar varfor de intéktsfors det aret.

Gavor och bidrag
En transaktion i vilken Djurens Rétt tar emot en tillgang eller en tjanst som har ett varde, utan att
ge tillbaka motsvarande varde i utbyte, ar en gava eller ett erhallet bidrag.

Gavor och arv redovisas som huvudregel som intakt nar de erhalls.

Gavor i form av kontanter redovisas till nominelt belopp. Gavor som utgérs av annat éan kontanta
medel varderas till marknadsvardet vid gavotillfallet. For gavor i form av fastigheter som inte hunnit
avyttras fore balansdagen anses taxeringsvardet utgoéra 75 procent av marknadsvardet vid gavo-
tillfallet.

Bidrag redovisas som intakt nar villkoren for att erhalla bidraget uppfylits. Erhallna bidrag redovisas
som skuld till dess villkoren for att erhalla bidraget uppfylls.

Erhallna bidrag varderas till verkligt varde.
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Nettoomséttning
Intékt vid forsaljning av varor redovisas normalt vid forsaljningstillfallet.

Verksamhetens kostnader

Verksamhetskostnader delas in i foljande funktioner: &ndamalskostnader, insamlingskostnader,
och administrationskostnader. Indelningen av den funktionsindelade resultatrakningen dverens-
stammer med de kostnadsbegrepp som anvands av Svensk Insamlingskontroll.

Med andamalskostnader avses kostnader som kan hanféras till féreningens andamal enligt
stadgarna.

Insamlingskostnader avser huvudsakligen kostnader for att féreningen ska kunna samla in medel
och generera externa intakter.

Administrationskostnader ar framst kostnader som féreningen har fér redovisning, medlems-
hantering, riksstdmma och styrelse.

Kostnader som ar gemensamma fér andamals-, insamlings-, och administrationsfunktionerna sa
kallade samkostnader, férdelas pa respektive funktion enligt férdelningsnycklar. Férdelnings-
nycklarna uppdateras arligen.

Kostnader bokférs normalt under det ar de uppstar och i det fall faktura inte erhallits fore boksluts-
dagen sa reserveras for kostnaden ifraga. | det fall foreningen har forpliktigat sig att utféra en viss
atgard bokfors detta som en kostnad da motparten meddelats beslutet.

Not 2 Uppskattningar och bedémningar
Inga uppskattningar och bedémningar av betydelse foreligger.

Not 3 Insamlade medel

Gavor som redovisats i resultatrakningen 2021 2020
Insamlade medel:

Allmanheten 42688 32 311
Foretag 302 526
Andra organisationer 847 1168
Externa stiftelser och fonder - 11
Summa 43 838 34016
Gavor som inte redovisats i resultatrdkningen 2021 2020
Insamlade medel (uppskattade belopp, ej bokfort):

Annonsutrymme Google 663 497
Summa 663 497
Bidrag som redovisats som int&kt 2021 2020
Offentliga bidrag:

Lonebidrag 262 199
Summa offentliga bidrag 262 199
Summa bidrag 262 199
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Not 4 Anstéllda, personalkostnader och arvoden till styrelse
och revisorer

Medelantalet anstillda varav varav
2021 mén 2020 mén
Medelantalet anstallda 42 12% 34 33%

Konsfordelning bland styrelseledaméter och ledande befattningshavare

2021-12-31 2020-12-31
Andel kvinnor Andel kvinnor
Styrelsen 78% 64%
Ovriga ledande befattningshavare 75% 75%

Loner och andra erséttningar samt sociala kostnader, inklusive pensionskostnader

2021 2020
Léner och erséttningar 15749 14772
Sociala kostnader 6182 4993
(varav pensionskostnad exl I6neskatt) 1) (1042) (782)

1) Av féreningens pensionskostnader avser 137 tkr 2021 (45 tkr 2020) organisationens
riksordférande och generalsekreterare avseende 2 personer.

Loner och andra erséattningar fordelade mellan styrelseledamoter m.fl. och 6vriga

anstéllda
2021 2020
Riksordférande Ovriga Férbunds- Ovriga
och general- anstéllda ordférande och anstéllda
sekreterare verksamhetschef
Léner och andra erséttningar 945 14 804 713 14 058

Arbetet som ledamot i Djurens Ratts forbundsstyrelse ar oaviénat.

Ideellt arbete

Under aret har ca 3 500 personer engagerat sig ideellt for Djurens Rétt, framforallt inom olika volontar-
program, utbildningar, i lokalorganisationer, pa kontoren och vid blixtaktioner. Vardet av dessa ideella
insatser har inte redovisats i resultatrakningen men antalet arbetstimmar uppgar totalt till ca 5 000.

Arvode och kostnadsersittning till revisorer

2021 2020
KPMG AB [Knut Heilborn]
Revisionsuppdrag 169 150
Revisionsverksamhet utdver revisionsuppdraget - 14
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Not 5 Operationell leasing

Leasingavtal dar foretaget ar leasetagare

Framtida minimileaseavgifter avseende icke 2021-12-31 2020-12-31

uppségningsbara operationella leasingavtal

Inom ett ar 2023 1896

Mellan ett och fem ar 4 329 2607
6 352 4 503
2021 2020

Rékenskapsarets kostnadsférda leasingavgifter 2036 1997

Leasingavtalen galler framst kontorslokaler men éven kontorsmaskiner.

Hyresintakter uppgick under réakenskapsaret till 108 tkr. Hyresavtalen har kort uppsagningstid och
minimileasehyror uppgar till 21 tkr under 2022.

Not 6 Resultat fran 6vriga vardepapper och fordringar
som ar anlaggningstillgangar
2021 2020
Ranteintakter, ovriga 165 161
Utdelningar 1524 553
Realisationsresultat vid forséaljningar 18 581
Nedskrivningar -85 -601
1621 695
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Not 7 Balanserade utgifter for programvara

2021-12-31 2020-12-31
Ackumulerade anskaffningsvérden
Vid arets borjan 3170 3170
Vid arets slut 3170 3170
Ackumulerade avskrivningar
Vid arets borjan -1978 -1 527
Arets avskrivning -400 -451
Vid arets slut -2 379 -1978
Redovisat varde vid arets slut 791 1192
Not 8 Nedlagda utgifter pa annans fastighet

2021-12-31 2020-12-31
Ackumulerade anskaffningsvarden
Vid arets borjan 4901 4901
Nyanskaffningar 248 -
Vid arets slut 5148 4901
Ackumulerade avskrivningar
Vid arets borjan -4 901 -4 840
Arets avskrivning -83 -60
Vid arets slut -4 983 -4 901
Redovisat varde vid arets slut 165 -
Not 9 Inventarier

2021-12-31 2020-12-31
Ackumulerade anskaffningsvérden
Vid arets borjan 642 883
Nyanskaffningar - 34
Avyttringar och utrangeringar -62 -275
Vid arets slut 580 642
Ackumulerade avskrivningar
Vid arets borjan -619 -883
Aterférda avskrivningar pa avyttringar och utrangeringar 62 275
Arets avskrivningar -11 -11
Vid arets slut -569 -619
Redovisat virde vid arets slut 11 23
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Not 10 Andra langfristiga vdardepappersinnehav

2021-12-31 2020-12-31

Ackumulerade anskaffningsvérden

Vid arets borjan 61 560 61 381
Tillkommande tillgangar 1233 1928
Avgaende tillgangar -2118 -1750
Vid arets slut 60 674 61560

Ackumulerade nedskrivningar

Vid arets borjan -3431 -2 830
Arets nedskrivningar -85 -601
Vid arets slut -3516 -3 431
Redovisat virde vid arets slut 57 159 58 130

Specifikation av vardepapper 2021-12-31

Antal Redovisat Marknads-
Aktier vérde vérde
ABB Itd 4227 746 1460
Aktia Bank A 13 000 1222 1644
Atlas Copco A 2000 394 1252
Atlas Copco B 500 224 266
Autoliv SDB 700 629 658
Boliden 1500 275 525
Castellum 9 500 994 2316
Clas Ohlson B 160 16 22
Corem Property Pref 800 296 259
Danske Bank 3450 598 539
Dids Fastigheter 900 65 107
DNB 4000 687 830
Dometic Group 500 54 59
Epiroc A 4 000 - 917
Epiroc B 500 78 96
Ericsson B 5532 434 552
Fabege 13 000 647 1970
Fast Partner D 125 10 10
Fast Partner Pref 4 000 467 470
Fortum Oyj 2000 419 556
Gjensidige Forsikring 3300 494 725
Granges 4088 351 434
Heimstaden Pref 12 000 429 400
Intrum Justitia 500 153 117
Inwido 11 000 679 2 059
Jyske Bank A/S 1500 472 700
JM 3000 728 1226
Kinnevik B 50 17 16
Klévern Pref 827 300 267
Know it 4000 695 1502
Letho Group Oyj 15 000 430 133
Nokia 10 000 474 572
Nordea Bank ABP EUR 320 1 36
Nordea Bank ABP STHLM 1850 136 204
Nordic Entertainment Group B 2000 428 938
NP3 Fastigheter 9 000 318 306
Oatly Group ADS 3400 495 245
Sampo Oyj A 3200 1350 1452
Sandvik 250 46 63
SCAB 5500 427 884
Scatec Solar 4000 368 627
SEB A 21720 1882 2733
Securitas B 4 600 664 573
Skanska B 2 300 384 539
SSAB B 20 000 691 912
Stora Enso OYJ 5000 583 826
Swedbank A 5000 973 911
Telia Company 44 144 1859 1563
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Thule group 4 500 614 2 466
Tobii 14 000 570 514
Tobii Dynavox AB 14 000 - 451
Trelleborg B 5000 808 1189
Veoneer inc SDB 3100 559 995
Vestas Wind systems A/S 4 500 577 1246
Volvo A 375 58 80
Volvo B 11973 1309 2510
AFRY B 2833 455 722
29028 45643
Ovriga vérdepapper
Andelar i SKIS 2 000 2 2
Andelar i Ekobanken 1000 1 1
Blueorchard Microfinance Fund 149 1500 1626
CASTELLUM 110 FRN 220414 2000 000 2 046 2006
Ekobanken Sparkonto 5134 5135
FABEGE FRN 220926 1000 000 1011 1005
HBF Réntestrategi A1 9771 1000 1016
HBF tillv. Obl. A1 12 521 1350 1296
SHB Hallbar energi 14 929 2585 6 397
SHBC STE15 230710 500 000 500 524
SHB XACT obligation (UCITS EFT) 12 800 1312 1327
SHBC CE33L 240111 500 000 503 477
SHBC CN23L 240111 500 000 500 503
SKANSKA FIN SERVICES FRN 230524 2 000 000 2012 2006
Nordea Institutionell kortranta 6 859 7920 8 348
Nordea Bostadsobl fond 4 966 500 553
27 875 32220
56 903 77 863
Andamélsbetingade innehav
Simris Alg AB 344 508 255 255
255 255
57 158 78 118
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Not 11 Andra langfristiga fordringar
2021-12-31 2020-12-31
Ackumulerade anskaffningsvarden
Vid arets borjan 58 58
58 58
Redovisat varde vid arets slut 58 58
Fordran avser deposition for hyreslokal i Géteborg.
Not 12 Forutbetalda kostnader och upplupna intékter
2021-12-31 2020-12-31
Férutbetalda hyror 503 473
Ovriga poster 409 253
912 726
Not 13 Kortfristiga placeringar
Posten innehaller donerade aktieandelar och drvda fondandelar som inte hunnit avyttras per
balansdagen.
Not 14 Upplupna kostnader och forutbetalda intakter
2021-12-31 2020-12-31
Forutbetalda medlemsavgifter 2 255 2103
Upplupna personalkostnader 506 1129
Ovriga poster 140 338
2901 3570
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Not 15 Stéllda sakerheter och eventualférpliktelser

Belopp i tkr 2021-12-31 2020-12-31
Stéllda sakerheter Inga Inga
Eventualforpliktelser Inga Inga
Not 16 Vasentliga handelser efter rakenskapsarets utgang

Riksdagen fattade i februari beslut om att skarpa straffen for djurplageri. Detta &r resultatet av manga ars arbete
fran Djurens Ratts sida. Beslutet trader i kraft 1 juli 2022 och 6ppnar for méjligheten att fler brott mot djur tas pa
allvar.

Pandemirestriktionerna lattades i bérjan pa 2022 och detta ser ut att mojliggora atergang till en mer normal
verksambhet for organisationen. Det gor det majligt att genomfora fysiska kampanjarrangemang och
medlemsmoéten, liksom en sommarturné av standardmodell.

Den ryska invasionen av Ukraina har inneburit att Djurens Ratt fatt prioritera fragan om hjélpinsatser till de djur
som drabbas av kriget. Detta samordnas med organisationer som finns pa plats i Ukraina. precis som vid
pandemins utbrott 2020 kan omvarldslaget komma att paverka Djurens Réatts vardepapper pa kort och/eller
medellang sikt.
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Evidence quality of Scrive e-signed documents

Latest updated: Fri 06 Mar 2020 14:08:40 UTC

Purpose of the document

Scrive eSign is a system for signing documents electronically. This document provides a brief introduction to Scrive eSign so that a holder of a Scrive e-signed document can easily explain such document in court. For in-depth documentation, start by reading the attachment Evidence Package Introduction.

Scrive eSign system

Scrive eSign is developed by Scrive AB and is designed to:

		Enable its users to define workflows for signing electronically

		Execute the signing workflow

		Record as many of the signatories’ actions as possible as log data

		Once all signatories have signed, produce a final digital evidence package of the electronically signed materials together with the log data and other supporting materials necessary to optimise the usefulness of the evidence (the “Evidence Package”)



E-signing workflow

This is how a document is signed through Scrive eSign:

		To start the signing process the user of Scrive eSign either a) defines the signing process in the administrative user interface and selects to start the process, b) starts from a template process in the administrative user interface or c) starts from a template process within a system that has integrated with Scrive.

		To access the signing workflow the counterpart(s) either a) receive an email or SMS with an invitation to sign electronically and a link to the e-signing user interface, b) receive a tablet with the e-signing user interface already opened or c) are redirected from a webpage or client application user interface to the e-signing user interface.

		To review the document the counterpart(s) view the e-signing user interface and a) read instructions at the top that they shall follow the green instruction arrows to complete the signing process, b) depending on the signing process settings enter or not enter extra information into the document such as text and signatures, checks in checkboxes and extra document appendices and c) scroll through all document pages to reach the button with the text “sign” placed below the last page of the document (the “Signing Button”).

		To sign the document the counterpart(s) presses the Signing Button and, depending on the signing process settings, either a) a popup appears where they are informed that by clicking the Signing Button at the bottom of the popup, they are signing the document and that Scrive eSign will register their signature or b) a popup appears where they are asked to select their type of e-legitimation and sign the document using their installed eID application. 

		The confirmation text that the document has been signed upon clicking the Signing Button, is automatically displayed to the counterpart(s) in a web user interface and b) sent to the counterpart(s) in an email including the Evidence Package.



Evidence Package

To understand how to generate quality evidence in a digital environment Scrive has studied several evidence container technologies such as the signed paper, the printed facsimile and the recorded voice. We found that there has been good reason to perceive the signed paper document as the gold standard for evidence quality; it has several inherent qualities that are not easily transferrable into digital formats.

As a result of our research Scrive eSign has been designed to produce an Evidence Package that reproduce the evidence qualities of the paper, while at the same time add new qualities enabled by new technology. A key feature of the Evidence Package is that it shall be self-documenting, meaning that the signed document in itself shall contain all evidence necessary to explain the transaction.


Evidence Quality Framework

Last updated: Fri 06 Mar 2020 14:08:40 UTC 
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1. Purpose

The purpose of this document is to set a framework for the understanding of digital evidence quality. Additionally it explains how the Scrive e-signed documents relate to such framework.

2. What is quality digital evidence?

Evidence collection is a security measure that the parties signing an agreement or another type of document, use to protect themselves in the event of a future dispute. The evidence can serve the purpose of clarifying the circumstances of the signing event; what was signed, how it was signed and who the signatories were. The value of quality evidence cannot be overstated, as it can be the difference between winning and losing in the event of a dispute.

We have studied several evidence container technologies such as the signed paper document, the printed facsimile and the recorded voice to understand how to generate quality evidence in a digital environment. We found that there has been good reason to perceive the signed paper document as the gold standard for evidence quality; it has several inherent qualities that are not easily transferable into digital formats. In fact we found that new technologies have been introduced at the cost of significant loss in quality of evidence; crucial information is left out of such digital evidence containers and as a result the usefulness of such evidence is highly dependent on third parties. This section explores the key characteristics of the signed paper document as compared to digital evidence container formats with the purpose of exploring what is required to reproduce, or improve, the evidence characteristics of the signed paper document.

2.1 Integrity

To prove that evidence is legitimate it is important to be able to show that it has not been tampered with.

As outlined in the table below, integrity is an inherent quality of the signed paper document but not necessarily that of a digital evidence container. The integrity of a digital evidence container is highly dependent on the design of the system that produces it.

Question to ask:

How to emulate the integrity properties of the signed paper document in a digital evidence container?

				Signed paper document

		Digital evidence container



		Integrity

Can the evidence container be altered after its creation?

		A signed paper document is rarely questioned as evidence, unless there is good reason to believe otherwise. The reason being, that paper is by nature an immutable format; once signed it is difficult to manipulate the available evidence (typically paper mass, ink and fingerprints) without leaving traces of such manipulation. Thus a signed paper document is a durable “snapshot” of reality at the time that the document was signed.

		Digital evidence such as a PDF or an audio file, is by nature mutable. It is easy to alter digital evidence without leaving traces of manipulation.





2.2 Accessibility

To be able to make use of evidence it is key that it is as accessible as possible, meaning that all aspects of the evidence can be understood with a minimum amount of specialised expertise and tools.

As outlined in the table below, accessibility is an inherent quality of the signed paper document but not necessarily that of a digital evidence container. The accessibility of a digital evidence container is highly dependent on the design of the software that produces it.

Question to ask:

How to make a digital evidence container as accessible as a signed paper document?

				Signed paper document

		Digital evidence container



		Tools

What tools are required to display the evidence?

		All graphical elements (i.e. text and pictures) are visible to the naked eye, thus additional tools are never required for the interpretation thereof.

		All graphical elements are hidden to the naked eye, thus additional tools (machines and software) are always required for the interpretation thereof.

Additionally, different tools display the graphical elements in different ways so it is not given that all graphical elements in the file will be accessible to the naked eye or that it will be presented in the intended way.

Or even worse, to skew the balance of power and create an information advantage to one or several of the signatories, the intended way to display the graphical elements might be to hide them to make them difficult to find unless you know what tool to use and/or where to look for the graphical elements.



		Cost

How costly can it be to access the evidence?

		For the evidence that is harder to access such as fingerprints and the age of the ink, there are societal functions for the sole purpose of extracting that evidence.

		For the digital evidence that is harder to access, special resources not available to anyone such as special tools, expertise and research skills, might be required to extract all evidence.



		Comprehensibility

How Is the evidence format understood?

		As a standard format all aspects thereof are common knowledge, readily available to anyone interested.

		There is no one standard for digital evidence, therefore the format and available documentation for the interpretation thereof, is highly dependent on the design of the system that generated the evidence.





2.3 Evidence of intent

Contract law worldwide states that an offer and acceptance are elements required for the formation of a legally binding contract: the expression of an offer to contract on certain terms by one person (the “offeror”) to another person (the “offeree”), and an indication by the offeree of its acceptance of those terms. The other elements traditionally required for a legally binding contract are (i) consideration and (ii) an intention to create legal relations. Thus, intent is a key component in making a contract legally binding.

As outlined in the table below, evidence of intent is an inherent quality of the signed paper document but not necessarily that of a digital evidence container. The quality of the evidence of intent in a digital evidence container is highly dependent on the design of the software that produces it.

Question to ask:

How to produce evidence of the intent to sign in a digital signing environment and how to match that intent with a specific document?

				Signed paper document

		Digital evidence container



		Output

Is the final output the same as what is viewed at the time of signing?

		The signing environment (the paper document) is the same as the final output (the signed paper document).

		The digital signing environment is not the same as the final output. i.e. the displayed information is not the same as the digital evidence produced by the system after signing.



		Comprehensibility

Is the signing environment easily comprehensible to the signatory? 

		To sign a paper document is a standardised ritual to form a binding agreement. Therefore it is reasonable to maintain that any adult of age would understand their actions and that intent can be assumed.

		There are no standards for signing in a digital environment, the signing environments are subject to human creativity and the same signing environment may change from time to time, intentionally or unintentionally. Therefore it is not possible to assume that the signing environment made it immediately clear to the signatory that it was participating in the formation of a legally binding contract, thus intent can never be assumed.





Let us illustrate the potential consequences of weak evidence of intent in a digital signing environment with an example:

Two parties go to court over a contract signed in a digital signing environment. One of the parties claims that it didn’t sign a contract. Instead it claims that it was displayed with a) an interesting drawing of a blue elephant, b) a question if it would like to see an equally interesting pink sheep, and c) a button to proceed to view the pink sheep. Then the party selected to proceed by clicking the button to see the pink sheep, viewed the pink sheep and went to bed. There was no intent to sign a contract; there was only intent to view a pink sheep.

2.4 Evidence of identity

To be able to prove the identity of a signatory, the strength and accessibility of such evidence is key.

As outlined in the table below, evidence of identity is an inherent quality of the signed paper document but not necessarily that of a digital evidence container. The quality of the evidence of identity in a digital evidence container is highly dependent on the design of the software that produces it. On the other hand the signed paper document have inherent limitations to the type of evidence that can be included and the accessibility of such evidence, digital evidence containers don’t have such limitations to possibilities and accessibility and any type of digital evidence can be included and made easily accessible.

Question to ask:

How should the evidence of identity of the signing parties be captured and included into the evidence container?

				Signed paper document

		Digital evidence container



		Saving:

Is the evidence captured and included?

		Evidence of identity of the signing parties will automatically be captured and included into the document. The signatures can be used for graphological analysis, and fingerprints and other biometric materials from the signing parties can be used to authenticate the signatories.

		Evidence of identity of the signing parties will not be automatically captured and included into the document unless a) the software has been designed to do so, and b) the user of the software configures the software to do so.



		Formats:

In what formats can evidence be captured and included?

		There are limited possibilities to include evidence of identity other than the given; the signature, fingerprints and other biometric materials.

		New technology enables virtually unlimited possibilities to capture and include different types of evidence of identity such as audio, video, pictures and much more.



		Accessibility:

How accessible is the evidence?

		The evidence of identity is not easily accessible as it is costly and time consuming to request analysis of signatures, fingerprints and other biometric materials.

		The evidence of identity can be made easily accessible so that the usefulness thereof can be free and immediate to anyone.





2.5 Evidence of time

To be able to prove the time of a signature it is key to have exact evidence of time and that such evidence can be trusted to be accurate.

As outlined in the table below, trustworthy evidence of time is an inherent quality of the signed paper document but not necessarily that of a digital evidence container. The quality of the evidence of time in a digital evidence container is highly dependent on the design of the software that produces it. On the other hand the signed paper document have inherent limitations to the exactness of the evidence of time that can be included and the accessibility of such evidence, digital evidence containers don’t have such limitations to exactness and accessibility and very precise evidence of time can be included and made easily accessible.

Question to ask:

How to make sure that the evidence of time can be trusted to be correct?

				Signed paper document

		Digital evidence container



		Trust

Can the time be trusted? 

		The time of the event can be trusted as it can be found in the ink and there is a strong scientific foundation for the technique for chemical age determination.

		The time of the event is not automatically to be trusted because it is reported by a machine whose time settings cannot automatically be guaranteed to be correct.



		Exactness

How exact can the time be?

		The signed paper document offers limited possibilities to capture exact evidence of time. It is typically done manually through writing the date of when the signature was applied to the document. Additionally it is possible to analyse the time of the signature by chemical age determination of the applied ink. Neither of those methods provides exact evidence of time. Typically the manually applied time is only the day of the signature and the chemical age determination is even less exact.

		Digital evidence containers offer extensive possibilities to capture exact evidence of time and the evidence of time can be made to be very exact down to milliseconds, microseconds or even more exact.



		Accessibility

How accessible is the evidence?

		The evidence of time is not easily accessible as it is costly and time consuming to request analysis of signatures, fingerprints and other biometric materials.

		The evidence of time can be made easily accessible so that the usefulness thereof can be free and immediate to anyone.





2.6 Event history

To be able to prove a signature, events related to the actual signing event can be useful to strengthen the case.

As outlined in the table below, trustworthy evidence of time is an inherent quality of the signed paper document but not necessarily that of a digital evidence container. The quality of the evidence of time in a digital evidence container is highly dependent on the design of the software that produces it.

Question to ask: 

How much event information should be collected and what should be included in the evidence container?

				Signed paper document

		Digital evidence container



		Ease of saving

How easy is it to capture and include related evidence?

		Collection and inclusion of related evidence has to be done manually which is costly. Therefore it is less likely that the signatories will collect and include extra evidence as a preemptive measure.

		Collection and inclusion of related evidence can be done automatically which is cheap. Therefore it can be reasonable to with take preemptive measures to collect and include extra evidence automatically through the system generating the evidence container.





2.7 Control

As seen in the previous sections, evidence is composed of many different evidence features such as integrity, accessibility, intent, identity, time and events (the “Evidence Features”). The Evidence Features may be captured in the same evidence container or distributed across multiple evidence containers, within or outside of the signatory’s direct control, such as but not limited to documents, databases or human memory. Optimally, as much as possible of the Evidence Features should be concentrated into evidence containers under the signatory’s direct control because a) the third party can cease to exist and as a result the evidence may be destroyed, b) the third party’s systems and/or administration may change and affect the accessibility of the evidence for the signatory, c) the third party’s incentives as an agent to protect the integrity of the evidence may not be, or stop being, aligned with the signatory’s incentives as a principal and thus increasing the risk of evidence loss or the risk of tampering that may affect the evidence quality or d) any combination of the aforementioned scenarios.

As outlined in the table below, control is an inherent quality of the signed paper document but not necessarily that of a digital evidence container. The control of a digital evidence container is highly dependent on the design of the software that produces it.

Question to ask:

How to design a digital evidence container to include as much evidence as possible under the signatory’s direct control and independent from third parties?

				Signed paper document

		Digital evidence container



		Independence

How many of the Evidence Features are dependent on third parties to be useful?

		The paper naturally includes all Evidence Features.

		The digital evidence container must be designed specifically to include the Evidence Features, otherwise the Evidence Features will be left outside the direct control of the signatory.





3. Scrive’s solution

3.1 Introduction

We have now analysed the evidence quality characteristics of the signed paper document versus digital evidence containers. This section describes the Evidence Package and how it has been designed in relation to the evidence quality characteristics. Our goal has been to reproduce the evidence qualities of the signed paper document, the long-standing gold standard for evidence containers, while at the same time add new qualities enabled by new technology. The end result is an evidence container not only imitating the most important features of the signed paper document but also with qualities superior to the signed paper document.

As explained in the introduction section to this Evidence Documentation, Scrive eSign is designed to a) enable its users to define workflows for signing electronically, b) execute the e-signing workflow, c) record the evidence and d) once all signatories have signed, use the recorded evidence to produce the Evidence Package. Thus, the Evidence Package is the end result of all these four steps in Scrive eSign and to be able to understand the Evidence Package, it is important to understand each of these four steps. This section explains the four steps in Scrive eSign required for producing the Evidence Package.

3.2 Summary

The Evidence Package addresses the questions in the section “How to create quality evidence?” in the following ways:

		Topic

		Question

		Evidence Package



		Integrity

		How to emulate the immutability of the signed paper document in a digital evidence container?

		Scrive eSign seals the Evidence Package with a digital signature (see step 10 in the Service Description). Depending on which sealing method was chosen, one of two things is applicable. With Keyless Signature Infrastructure based digital signature: Within one (1) month and five (5) days Scrive eSign seals the Evidence Package with a Keyless Digital Signature (see step 11 in the Service Description) which can be used to verify the document’s integrity mathematically with the help of the Digital Signature Documentation (see step 9  in the Service Description). With PAdES digital signature: Protects the document with a tamper-evident seal and makes Long Term Validation (LTV) of the seal possible.



		Accessibility

		How to make a digital evidence container as accessible as a signed paper document?

		Scrive eSign append the Verification Page to the Signing PDF containing a brief documentation (see step 2  in the Service Description), append this Evidence Quality Framework (see step 4 in the Service Description) and append the full Service Description (see step 5  in the Service Description) these documents together explain the Evidence Package and, except from a few exceptions, eliminate the need for further expertise or resources.



		Evidence of Intent

		How to produce evidence of the intent to sign in a digital signing environment and how to match that intent with a specific document?

		Scrive eSign makes a screenshot of the confirmation in the signing environment of the Signatory, after the Signatory has signed and includes this screenshot into the Evidence of Intent (see step 8 in the Service Description). Behind the confirmation the document is visible to make it possible to match the intent with the document.



		Evidence of Identity

		How should the evidence of identity of the signing parties be captured and included into the evidence container? 

		Scrive eSign performs meticulous data collection in the Transaction Logs and then selected identity data is printed into the Verification Page (see step 6 in the Service Description) and all identity data is included into the Evidence Log (see step 4 in the Service Description).



		Evidence of time

		How to make sure that the evidence of time can be trusted to be correct?

		Scrive eSign collects time of events and Clock Error Samples into the Transaction Logs. These Clock Error Sample data are computed into useful numbers that can be used to mathematically calculate the likelihood of time deviation from the registered time.  Everything is included into the Evidence Log (see step 6 in the Service Description) and the Evidence if Time (see step 7 in the Service Description). Additionally the digital signature with which the document is sealed (see step 10 in the Service Description) includes a strong timestamp that can be used as an additional source of evidence of time.



		Event history

		How much event information to collect and what to include in the evidence container?

		Scrive eSign collects as much information as possible into the Transaction Logs and include all collected information into the Evidence Log (see step 6 in the Service Description).



		Control

		How to design a digital evidence container to include as much evidence as possible under the signatory’s direct control and independent from third parties?

		Scrive eSign goes to great lengths to collect and include as much evidence material as possible into one single evidence container, the Evidence Package. The Evidence Package include all Evidence Features of a signed paper document and more thereto.





4. Benchmarking the evidence quality of the Evidence Package

Based on the criteria as set forth in section 2 (What is quality digital evidence?), it can reasonably be argued that the Transaction Logs together with the measures in step 1-11 to produce the Evidence Package, to generate a digital evidence container of highest quality. Lets see how, in our opinion, the Evidence Package fare in comparison to the signed paper document when applying the framework as set forth in section 2.

		Main criteria

		Subcriteria

		Signed paper document

		Evidence Package



		Integrity

		Mutability

How mutable is the evidence container?

		Not mutable.

		Not mutable after applying the Digital Signature, in the sense that any alteration can be detected. In the event of a leak of the private key that Guardtime maintains, forged evidence containers would be detected if the Keyless Digital Signature has been applied. For PKI sealing, in the event of a leak of our private key for the PAdES digital signature, our certificate will be revoked. In that case, even if that certificate is revoked, the digital signature will still be able to show that at the time of sealing the certificate was not revoked and thus the digital signature (seal) is still valid.



		Accessibility

		Tools

What tools are required to display the evidence?

		No tools required.

		The Evidence Package is produced in standard PDF format and thus all parts of the Evidence Package is accessible through standard PDF readers where attachments are displayed. Adobe Reader is one example of such PDF reader.



				Cost

How costly can it be to access the evidence?

		The cost depends from country to country on the societal functions of the society and what they charge for document analysis.

		All evidence is made easily accessible and at no cost. The only evidence that requires any level of expertise is a) the technical expertise required to apply the Digital Signature Documentation to prove the Evidence Package’s integrity and timestamp mathematically and b) the statistical expertise to apply the time measurements to the statistical model to prove the exact time of an event.The need for case a is expected to be extremely rare and the statistical expertise in case b is common knowledge and easy to come by.



				Comprehensibility

How Is the evidence format understood?

		It is common knowledge available to anyone.

		The Evidence Documentation includes all explanations necessary.



		Evidence of Intent

		Output

Is the final output the same as what is viewed at the time of signing?

		Yes. Always.

		No. Never for digital evidence containers. The screenshot included in the Evidence of Intent which include a picture of the signed document in the background is intended to strengthen the evidence that what was viewed in Scrive eSign was the same as the output. The solution is not terminal though as this does not guarantee that the document was exactly the same in all parts.



				Comprehensibility

Is the signing environment comprehensible to the Signatory?

		Yes. Always for any mentally capable adult.

		Yes. The screenshot of the confirmation message after signing, that is included in the Evidence of Intent, is evidence that the Signatory understood that they were taking part in a e-signing workflow.



		Evidence of Identity

		Saving

Is the evidence captured and included?

		Yes. Unless the party wears gloves or for other reason manages to avoid direct physical contact with the paper.

		Yes. All information collected during the e-signing workflow is collected in the Transaction Logs and included in the Evidence Log upon producing the Evidence Package, including any evidence of identity.



				Formats

In what formats can evidence be captured and included?

		Limited possibilities.

		Unlimited possibilities.



				Accessibility

How accessible is the evidence?

		Not very accessible. Costly and/or time consuming to request analysis of signatures, fingerprints and other biometric materials.

		All evidence of identity is included in plain text in the Evidence Log or as easily accessible attachments to the document if requested in other format, such as photo for example.



		Evidence of time

		Trust

Can the time measurement be trusted?

		Yes.

		Yes. UTC time stamps plus deviation are time intervals guaranteed to be traceable to  reference time. Additionally the digital signature with which the document is sealed contains a time stamp which can be verified mathematically using only public information. 



				Exactness

How exact can the time measurement be?

		Not very exact. The standard precision is per day. Chemical age determination is even less exact.

		It can be very exact. The time is measured with microsecond resolution.



				Accessibility

How accessible is the evidence?

		Not very accessible. Costly and/or time consuming to request analysis of signatures, fingerprints and other biometric materials.

		Very accessible. All evidence of time is included in plain text in the Evidence Log.



		Event history

		Ease of saving

How easy is it to capture and include related evidence?

		Not very easy. Manual labor is required. Therefore likely to happen to a minimal extent.

		Effortless. Scrive eSign automatically collects and includes plenty of evidence in the Transaction Logs and prints all that evidence into the Evidence Log.



		Control

		Independence

How many of the Evidence Features are dependent on third parties to be useful?

		None. The signed paper document is a self contained evidence container format.

		None. The Evidence Package is a self contained evidence container format.
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1. Definitions

“Attachments” means attachments to the Main Document provided by the Author or Signatories.

“Author” means the person(s) that configure the Workflow Settings.

“Clock Error Samples” means the term as defined in the Attachment Evidence of Time.

“Delivery Method” means the method to deliver the invitation to participate in a Workflow Session.

“Design View” means the administrative user interface of Scrive eSign for the purpose of configuring the Workflow Settings.

“Evidence Attachments” means the attachments with additional evidence inserted into the Final PDF as explained in section 8, the attachments are Evidence Quality of Scrive E-Signed Documents, Service Description, Evidence Quality Framework, Evidence Log, Evidence of Intent, Evidence of Time and Digital Signature Documentation.

“Evidence Material” means the Final PDF including the inserted Evidence Attachments. 

“Evidence Package” means the Evidence Material sealed with a digital signature.

“Field Data” means data associated with text fields, checkboxes, radio buttons and signature boxes in the Main Document.

“Final PDF” means the final Main Document after all Signatories have signed, including Field Data rendered with the placements defined by the Author in the Workflow Settings.

“Initiator” means the person that initiates Workflow Execution.

“Initiated Workflow” means a set of Workflow Settings where Workflow Execution has been initiated.

“Integrated System” means a system that communicates with Scrive eSign via the Scrive API.

“Main Document” means the document that is displayed in the Design View and Sign View and is possible to edit with Field Data.

“Party” or “Parties” means persons participating in the Workflow Execution.

“Role” means the Role of a Party during a Workflow Session.

“Scrive API” means the application programming interface of Scrive eSign.

“Sign Material” means the material being reviewed, signed and completed by the Parties during Workflow Execution, including a) the Main Document, b) Attachments and c) Field Data.

“Sign View” means the graphic user interface in Scrive eSign’s web based interface, for the Parties to review and for Signatories to sign the Sign Material.

“Signatory” means a person that has been defined to sign the Sign Material in the Sign View during a Session.

“Signature Confirmation Section” is the final section where the Signatory is asked if they are sure that they wish to sign the document.

“Signature Drawing Modal” is the modal where the Signatory is asked to draw or type their signature.

“Template Workflow” means Workflow Settings saved by an Author for later reuse. “Transaction Logs” means database logs in Scrive eSign, including records of the Signatories activities in Scrive eSign.

“User” is a person or a group of persons with an account in Scrive eSign which is linking to a verified email address.

“Viewer” means a person that has been defined to only have access to view the Sign Material in the Workflow Session.

“Workflow Execution” means when Scrive eSign guides the Parties through Workflow Sessions as configured in the Workflow Settings.

“Workflow Session” means a set of activities defined for a Party to execute the assigned Role. A Party can be assigned multiple Workflow Sessions.

“Workflow Settings” means any combination of settings in section 3 defining how the Parties can interact with the Sign Material during Workflow Execution.

2. Purpose 

The purpose of this document is to explain how Scrive eSign worked at any given point in time to facilitate the full understanding of the process that generated the final Evidence Package. Each time Scrive eSign is updated with new features this document is also updated. The scope of the document is to describe the Scrive eSign system in full. Because it is possible to initiate Workflow Execution via API it is possible that parts of the e-signing workflow have happened outside of Scrive eSign. Because Scrive can only document features that are within our control, parts of a workflow may have happened outside the scope of this document.

3. Design the workflow (Author)

Workflow Settings are defined in the Design View by the Author. The features for designing the Workflow Settings are clustered in the Design View in three main sections. We describe the features in these sections according to the structure in the Design View.

3.1 Add Parties

3.1.1 Simple Workflow Session

Add a Workflow Session and add information about the Party participating in the Workflow Session. You can add an infinite number of Workflow Sessions. The minimum amount of Workflow Sessions is one.

3.1.2 Mass-signing Workflow Session

To replicate a Template Process multiple times with many separate Parties it is practicable to add the Parties in bulk. This feature enables adding a list of Parties to a Workflow Session as a CSV file. When initiating the process Scrive eSign will automatically replicate the process for every row in the CSV file and include the Party information of that row to that Workflow Session.

3.1.3 Invitation order

Select in what order the Parties shall receive the invitation to participate. Parties can receive the invitation in parallel, in sequence, or a combination of these.

3.1.4 Role

Define if the Party should be Signatory or Viewer.

3.1.5 Invitation method

Select how the Party shall receive the invitation to participate in the Workflow Session. The delivery methods available are a) email, b) SMS, c) email and SMS and d) in-person delivery or e) API.

		Email

		An email invitation is sent including a link to the Sign View.



		SMS

		An SMS is sent including a link to the Sign View.



		Email and SMS

		Both email and SMS delivery as described above.



		In-person

		No invitation is sent. The Initiator can give the Party access to the Sign View, by personally presenting it on a device selected by Initiator.



		API

		No invitation is sent. The Initiator can select to give access to the Sign View by sharing the URL or an Author can set up a workflow where the Party is redirected from a webpage hosted by the Author to the Sign View.





3.1.6 Authentication to view

Select what authentication should be required from a Signatory before accessing the Workflow Session to view the document. The alternatives are a) Swedish BankID, b) Norwegian BankID, c) Danish NemID or d) no additional authentication method.

3.1.7 Authentication to sign

Select what authentication method should be required from a Signatory. The alternatives are a) Swedish BankID, b) PIN verification by SMS or c) no additional authentication method.

3.1.8 Confirmation method

Select how the Party shall receive the confirmation that the document has been signed by all Parties and get access to the Evidence Package. The confirmation methods available are a) email, b) SMS, c) email and SMS and d) no delivery.

3.2 Place fields

3.2.1 Main Document upload

Upload the Main Document. Only PDFs are accepted for upload. 

3.2.2 Main Document removal

Remove the Main Document.

3.2.3 Text field

Drag and drop text fields into the document. Define the name of the text field (i.e. address, mobile and more) or select a predefined field, and define if it is a) mandatory for the Initiator, b) mandatory for Party completing the Workflow Session or c) optional. If left empty or editable during Workflow Execution, define what party can (if optional) or must (if mandatory) complete the text field during their Workflow Session. All information put into a text field will be printed onto the document. You can set the font size of the text field to a) small, b) normal, c) large or d) huge.

3.2.4 Checkbox

Drag and drop checkboxes into the document. Define the name of the checkbox (for traceability purposes), choose a checkbox size, and define if it is a) mandatory for the Initiator, b) mandatory for Party completing the Workflow Session or c) optional. If left empty or editable during Workflow Execution define what party can (if optional) or must (if mandatory) check the checkbox during their Workflow Session. The checkbox, empty or checked, will be printed onto the document.

3.2.5 Signature box

Drag and drop signature boxes into the document. Define the name of the signature box (for traceability purposes) and define if it is a) mandatory for the Party completing the Workflow Session or b) optional. If left empty or editable during Workflow Execution define what party can (if optional) or must (if mandatory) draw their signature during their Workflow Session. For some old browsers where JavaScript drawing doesn’t work, the Signatory can use their keyboard to type their signature with a name instead and a handwritten font will be used. The drawn or typed signature will be printed onto the document.

3.2.5 Radio buttons

Drag and drop radio button groups into the document. Define the name of the radio button group and the names of individual radio buttons (for traceability purposes), and choose a size for the radio buttons within the radio button group. It is mandatory for signing parties to select one of the radio button group options. The radio buttons, selected or not, will be printed onto the document.

3.3 Other settings

3.3.1 Add Attachment

The Author can upload documents to add as Attachments to the Main Document or delete previously uploaded Attachments. Only PDFs are accepted. The Author selects if the Attachment should be optional or mandatory to review. The Author selects if the Attachment should be merged with the main file or not.

3.3.2 Request Attachment

The Author can request that Parties are asked to upload documents during a Workflow Session, to add the documents as Attachments to the Main Document. The request is set per Party and an instruction text is required explaining what document is requested, requests can be made optional in which case the Party is not required to upload a document.

3.3.3 Main Document name

Name the Main Document. This is the name that will be communicated with the Parties throughout each Workflow Session. This will be the name of the Main Document in the Evidence Package.

3.3.4 Workflow Session language

Select in what language the Parties shall be guided throughout each Workflow Session. This will be the language of the text printed in the Verification Page.

3.3.5 Due date

Select the due date for the Signatories to sign. After the due date has passed the Signatories can no longer sign.

3.3.6 Automatic reminder

Select at what date an automatic reminder to sign shall be sent to the Signatories that haven’t yet signed.

3.3.7 Personal invitation message

Write a personal message that the Parties will receive when invited via email to participate in the Workflow Execution.

3.3.8 Personal confirmation message

Write a personal message that the Parties will receive via email when the document has been signed.

3.3.9 Edit Sign View UI

Adjust the UI in the Sign View. The following UI features can be added or removed a) header including logo and contact details, b) download PDF c) the button used in the Sign View to reject to sign, d) option to reply with a message, and e) footer.

3.4 Save as template workflow

The Workflow Settings in Design View can be saved as a Template Workflow for later Workflow Execution a single time (save as draft) or multiple times (save as template).

3.5 Settings available via API only

3.5.1 Set highlighting

It is possible, via the API, to enable highlighting in the Sign View for selected Signatories. Highlighting is the digital equivalent of a yellow mark on paper to emphasize something on the document. Highlights can be made by the selected Signatories, and cleared page-by-page, until they have signed the document, after which no more changes can be made. 

3.5.2 Field editable by Signatory

It is possible, via the API, to allow selected Signatories to change the value of certain fields, even if they were pre-filled by the Document Author. This is currently only available for email and mobile field types. The aim of this setting is to allow Signatories to update their email or mobile number, when the value set by the Document Author may be incorrect or outdated.

4. Initiate the workflow (Initiator)

A Workflow Execution needs to be started by an Initiator. This section describes the features which the Initiator can use to initiate the Workflow Execution. The Initiator may initiate the Workflow Execution in any of the following ways:

		start as Author and define the Workflow Settings in the graphic user interface of the Design View or an Integrated System, or programmatically through the Scrive API, and then initiate the Workflow Execution, or

		start as Initiator only and select a Template Workflow to initiate the Workflow Execution, or

		start as Author and select a Template Workflow to edit by any of the procedures for defining the Workflow Settings described in bullet a and then, after editing as Author, initiate the Workflow Execution.



4.1 Initiate Workflow Execution from Design View

After a Main Document has been uploaded and no mandatory information is missing it is possible to initiate Workflow Execution by clicking a button to start. When having clicked the button a modal is displayed and depending on the Workflow Settings different activities will be required from the Initiator to initiate Workflow Execution.

		Initiator role

		Sign order

		Instruction in modal



		Signatory

		Sign first

		Prompts to sign first before inviting others



		Signatory

		Sign second or later

		Prompts to invite others



		Viewer

		-

		Prompts to invite others





4.2 Initiate Workflow Execution from Template Workflow

Template Workflows can be accessed either via the Scrive eSign graphic user interface or via API. The following sections will describe how access can be done via the graphic user interface of Scrive eSign. In principle the same actions can be performed via the API.

4.2.1 List of Template Workflows

By logging in to his Scrive eSign account the Initiator can access a list of Template workflows from where it can initiate Workflow Execution. In the list of Template Workflows each Template Workflow is displayed in a list including name of the Template Workflow, time of latest change to Template Workflow, Delivery Method(s) and sharing status. In the template list view it is possible to do free text search on metadata to find Template Workflows.

4.2.2 Select to edit Template Workflow or directly initiate Workflow Execution

By clicking the name of a draft or template in the list of Template Workflows, different options will be made available depending on the Workflow Settings of the Template Workflow.

		Author/Not Author

		Locked from editing

		In-person delivery

		Options for next step



		Author

		Yes/No

		Yes

		Option to a) edit Workflow Settings or b) initiate signing on the device directly.



		Author

		Yes/No

		No

		Option to a) edit Workflow Settings or b) send for signature directly.



		Not Author

		Yes

		Yes

		Option to initiate signing on the device directly.



		Not Author

		No

		Yes

		Option to a) edit Workflow Settings or b) initiate signing on the device directly.



		Not Author

		Yes

		No

		Option to send for signature directly.





5. Administer the Workflow Execution (User)

The document view is the administrative counterpart of the Sign View. Here the User can review the Main Document, Attachments, Parties and progress history and also administer the Workflow Execution.

5.1 Progress history

The Workflow Session progress of each Signatory can be tracked in the progress history section. Each important event is listed with a status icon, time, Party and an explanatory text. Below is a list of the statuses used.

		Progress status

		Explanation



		Initiated signing

		The Initiator initiated the signing process.



		Email sent

		The invitation to access Sign View was sent via email.



		SMS sent

		The invitation to access Sign View was sent via SMS.



		Undelivered

		The external email or SMS system has reported that it could not deliver the email or SMS.



		Delivered

		The external email or SMS system has reported that it has delivered the email or SMS.



		Email opened 

		The external email system has reported that the email has been opened.



		Accessed view to authenticate

		The party opened the view to verify their identity before viewing the document.



		Authentication success

		The Party verified their identity with [AUTHENTICATION METHOD] to access the document.



		Reviewed online

		Opened the document online.



		Signed

		The button to complete signing was clicked in the Signature Confirmation Section or, if BankID was required to sign, the signing process was completed successfully in the BankID application.



		Rejected

		The button to reject signing was clicked in the final rejection section.



		Timed-out

		The due date for signing as set in the Workflow Settings passed and the document can’t be signed.



		Due date prolonged

		The Initiator prolonged the signing due date.



		Process cancelled

		The Initiator cancelled the signing process, the document can no longer be signed.



		Process edited

		The Workflow Process was edited in the Design View.



		Sealed

		Scrive eSign sealed the final PDF with a digital signature.



		Extended

		Scrive eSign sealed the Evidence Package (as defined in the Service Description) with a keyless digital signature.





5.2 Withdraw invitation

To withdraw an invitation to sign an Initiated Workflow, press the button to withdraw. The invitation to sign the selected Initiated Workflow will be withdrawn and they will no longer be possible to sign. If a Signatory clicks an invitation link to a withdrawn document they will land in a landing page with an instruction that the Workflow Execution has been cancelled.

5.3 Extend due date

If the due date to sign passed without all Signatories having signed the Initiator can extend the due date by pressing “extend due date”. The date is extended by as many days as are determined by the Initiator.

5.4 Restart document

If the document was cancelled or the due date passed the Initiator can select to restart the Workflow Execution by pressing the button to restart the Workflow Execution. The Initiator is then redirected to the Design View where he can edit the Workflow Settings and initiate Workflow Execution again.

5.5 Start signing

If Delivery Method was set to in-person or API, then there is an option for the Initiator to initiate the next in-person Workflow Session directly from this view. By selecting “start signing” the Initiator will be redirected to the Sign View.

5.6 Download document

If the document has been signed it can be downloaded by the Initiator by pressing the button to download the document.

5.7 Send reminder

To remind a Signatory to sign, press the button to send reminder. A reminder will be sent to the Signatory using the initial invitation Delivery Method selected by the Author.

5.8 Send document again

To send a completed Evidence Package again to a Party, press the button to send the document again which is next to the Party’s information. A message including the document, will be sent to the Signatory using the initial confirmation Delivery Method selected by the Author.

5.9 Change of authentication to view and authentication to sign methods

As long as the recipient hasn’t signed the Initiator can change the authentication to view and the authentication to sign methods.

5.10 Bounce management

If the email or SMS could not be delivered, the Initiator is informed of the problem via an email with a link to the Document View where the Initiator can edit the email or mobile number. A bounce can occur for multiple reasons, typically due to a) entering the wrong email or mobile number, b) SPAM filter settings of the receiving system or c) the recipient’s systems are down.

5.11 Review Attachments

Below the displayed document there is a section with all attached Attachments. The user can view or download Attachments.

5.12 Review evidence attachments

Below the Attachments section there is a section with all evidence attachments. The user can review or download the evidence attachments.

6. Follow the workflow (Party)

Smooth Workflow Execution is dependent on a series of events as executed by the Parties in close interaction with Scrive eSign. This section will describe the different components enabling the Workflow Execution. The features are listed in the order as they appear to the Signatory either chronologically or in the graphic user interface from the top and going down. What features appear to the Signatory depend on the Workflow Settings.

6.1 Overview of Workflow Execution

Before we look at the components of the Workflow Execution it might be useful to get an overview of the different steps of Workflow Execution as experienced by the Signatories and the Viewers.

		Accessing the Sign View: the Party either a) receives an email or SMS with an invitation to sign electronically and a link to the Sign View or, b) accesses a device (tablet, desktop computer, smartphone or other) with the Sign View already opened or c) is redirected from an Integrated System to the Sign View. 

		If set by the Author, the Signatory is asked to authenticate before they can proceed.

		Reviewing the Sign Material: the Party views the displayed Sign View and a) can read instructions at the top to follow the guiding arrow, b) depending on the Workflow Settings enter or not enter Field Data into the document (such as text, signatures, checks in checkboxes, choosing a radio button group option) and view/append required and optional attachments and c) scroll through all document pages to reach the sign or reject section.

		When enabled for the current signatory, the Initiator can highlight anything within the document being signed in real-time. 

		Signing the Sign Material: the Signatory presses the next button to proceed to the next step and, depending on the Workflow Settings, one of these four scenarios follow;



		If the Signatory has not yet drawn their signature inside the document a section appears with instructions to confirm their intent by clicking a button with the text “Sign”, or

		If the Signatory has not yet drawn their signature inside the document a section appears with instructions that they will finalise the signing process by clicking the button with the text “Finish”, or

		If the Signatory is required to authenticate with PIN by SMS before they can sign they a) type or view their mobile number, b) receive an SMS with a PIN, c) type the PIN into a input field and d) confirm their intent by clicking a button with the text “sign”, or

		If the Signatory is required to sign with Swedish BankID they sign using the Swedish BankID app on the device they chose to sign with.



		Receiving confirmation after signing: after having completed one of the above signing scenarios a confirmation message is displayed to the Signatory that the Sign Material has been signed. Depending on the Workflow Settings, each Party either receives or doesn’t receive a confirmation message. If it was set for the Party to receive a confirmation message it is sent either a) by email and including the Evidence Package, b) by SMS and including a URL-link to access the document on the web in Scrive eSign, or c) both by email and SMS as described above.



The following sections are more detailed descriptions of the features enabling the workflow in the summary above.

6.2 Accessing the Sign View

This is the workflow guiding the Parties to access the Sign Material in the Sign View.

6.2.1 Invitation message

Scrive eSign will send an invitation email and/or SMS to the Party, in the order as defined by the Workflow Settings. The email and/or SMS will include a URL-link to a Sign View specific to that Workflow Session.

6.2.2 List of Initiated Workflows

Initiated Workflows with Workflow Sessions available for signing directly on the device are listed in a list accessible to Users. Each Initiated Workflow is displayed in a list with document name, last event, name of Initiator and names of all Parties. An icon determines if the Party is the Initiator of the Initiated Workflow or has been invited by another Initiator to participate. By selecting an Initiated Workflow from the list the User will initiate a Workflow Session and access the Sign View.

6.3 Authenticate to view

This is the part where the Signatory is required to authenticate themselves before they can proceed to view the Sign Material.

6.3.1 Authentication to view

The name of the Author and the document is displayed. Personal information that is required to understand who should authenticate their identity is presented. The Signatory initiates the authentication process. If the authentication is successful the Signatory is redirected to the Sign View to view the Sign Material.

6.4 Reviewing the Sign Material

This is the workflow guiding the Signatory when they are reviewing the Sign Material before signing.

6.4.1 Contact information

In the header the Initiators name and mobile (if available) is displayed for contact purposes.

6.4.2 Branded header

Adjustments can be made to a) company logotype, b) background color of header, c) text font, and d) text color. If no branding has been selected, the default is the Scrive logotype and colors. Author can remove the header and footer in the Design View before initiating Workflow Execution.

6.4.3 Other branded Sign View components

Components of the Sign View that can be branded are a) text font type of all text, b) color of the guiding arrow, c) color and text font of text in the guiding arrows, d) color of buttons, and e) color and text font of the text in the buttons. In the Sign View, confirmation page after signing, the signing invitation email and confirmation email there is a discrete ”Powered by Scrive” text.

6.4.4 Signing header

This header stays at the top of the SIgn View as the signatory scrolls through the Main Document to sign. The header includes a) the name of the document, b) a button to activate highlighting (learn more below), c) a button to zoom in the Main Document and d) a button to zoom out the Main Document. By clicking the highlight button, the highlighting functionality is enabled and the scrolling functionality is disabled. Thus, instead of scrolling when touching the screen the touch will result in a yellow highlighting color being painted to the Main Document where the finger points. Highlighting starts when a finger is put to, or a mouse is clicked above, the Main Document. Highlighting stops when the finger is lifted or the mouse is released. To initiate highlighting again the highlighting button in the header has to be pressed again. If the highlighting functionality has been applied to the Main Document in the current Workflow Session, a clear button will also be available in the signing header. The clear button will allow highlighting to be cleared from one document page at a time, and “clear mode” will be enabled until any highlighting has been cleared, or until the cancel button is clicked to cancel clear mode.

6.4.5 Review instruction

Below the header there is a) the person’s name and b) a brief instruction on how to proceed to sign the document. The purpose of the name is to decrease the risk that a person mistakenly signs in another Signatory’s name. If the name was not supplied before Initiator initiated Workflow Execution, then only the brief instruction is displayed.

6.4.6 Mandatory/optional explanation

Explanation of the difference in instruction color between actions that are mandatory and actions that are optional. This appears if the Workflow Session includes optional and mandatory actions.

6.4.7 Download PDF

Option to download the Main Document and Attachments as PDF. This option is either displayed or not depending on if the Author defined that it should be displayed during the Workflow Session.

6.4.8 Document display

PNGs of the Main Document are displayed in up to 1040 px width.

6.4.9 Guiding arrow

The guiding arrow will guide the Party through the steps set as mandatory by the Author. The arrow will guide the Party by pointing at the next mandatory step and blink.

6.4.10 Text fields

There can be empty text fields that are mandatory or optional to complete for the Party and pre-filled fields that can be editable.

6.4.11 Checkboxes

There can be unchecked checkboxes that are mandatory or optional for the Party and pre-checked checkboxes that can be de-checked. Checkboxes can be small, medium, or large, at the discretion of the author.

6.4.12 Radio buttons

There can be radio button groups comprising of two or more radio button options. The Party must select one of the radio buttons for each radio button group. Each radio button group can be small, medium, or large, at the discretion of the author.

6.4.13 Signature box

If signatures are requested from the Signatory then signature boxes are displayed as colored areas on top of the document. If the Author has defined the signature as mandatory, then the guiding arrow will point to the colored area after previous mandatory fields have been completed. When clicking a signature box a signing workflow is initiated. Read more about the signing workflow in section “6.6 Signing the Sign Material”.

6.4.14 About you section

If there are input fields that are mandatory to include in the transaction but have not been placed on top of the document by the Author they are displayed in the about you section. This section is not visible if there is no mandatory information that has not been placed on top of the document for input.

6.4.15 Attachments section

For each attachment that has been added to the document by the Author a section is displayed including the title of the attachment and a button to show the attachment. The attachment can be viewed by clicking the button to show the attachment, then the section expands and displays the attachment in full to the Signatory. If an attachment was selected by the Author to be mandatory to review in the Workflow Settings then a) a checkbox is available next to the title of the attachment and b) a text stating that the signatory confirms that they have read and understood the content of the attachment is available next to the checkbox. The checkbox with the instruction to confirm that the Signatory has read and understood the content of the attachment must be checked before the Signatory can sign.

6.4.16 Requested attachments section

This is where, if requested, the signatory is instructed to upload additional documents as attachments. The signatory can choose not to upload an optional attachment by checking a checkbox. If attachments have been added by previous signatories in the same process, those are visible to the current signatory for review. This section is not visible if there are no requests for attachments from the signatory.

6.4.17 Signatories section

This section includes a list of the Signatories, their signing progress and a) Full name,,  and b) if applicable information about the Signatory is displayed such as organisation, organisation number, ID number, mobile number and email.

6.4.18 Reject or sign section

This is the last section in the Sign View. This section includes a reject button and a next button. By clicking the reject button the Signatory will initiate the rejection workflow and by clicking the next button the Signatory will initiate the signing workflow. If the Author has determined in the Sign View Settings that the reject button shall not be displayed to the Signatory, only the next button will be displayed.

6.5 Rejecting to sign the Sign Material

This is the workflow guiding the Signatory when they are rejecting to sign the Sign Material.

6.5.1 Reject button

At the bottom of the Sign View the signatory can reject the signing via clicking on a reject button. This button is visible if the Author has not disabled it in the Workflow Settings.

6.5.2 Rejection section

If the option to allow a rejection message was chosen in the Workflow Settings, upon clicking the button to reject the Signatory will enter a section where the Signatory can reject and, if so desired, write a rejection message to the Initiator. If a rejection message is not allowed, the Signatory will be asked to confirm the rejection directly, without the possibility of writing a rejection message. If the Signatory confirms the rejection, the Workflow Execution is cancelled and the Main Document can no longer be signed by any other Signatory.

6.5.3 Rejection confirmation page

After a rejection the Signatory is redirected to a page confirming that the signing was rejected and, if a rejection message was created, that the rejection message was sent to the Initiator.

6.6 Signing the Sign Material

The signing workflow is the workflow guiding the Signatory when they are signing the Sign Material.

6.6.1 Signature Drawing Modal

After the signature box has been clicked by the Signatory, the Signature Drawing Modal is opened and the Signatory is instructed to sign. The Signatory can draw their signature on a touchscreen or with a mouse. Once the Signatory has drawn their signature in the Signature Drawing Modal, they can click a button to proceed. Once they have clicked the button to go to the next step the modal closes and the signatory is scrolled to the next step defined by the Workflow Settings. 

6.6.2 PIN by SMS authentication and Signature Confirmation Section

If the authentication was set to PIN by SMS, the Signatory is either a) prompted to type the mobile number they want to use for authentication or b) if the mobile number was prefilled by the Initiator they can only view the mobile number. After the signatory has filled their mobile mobile number or reviewed the one that was prefilled by the Initiator and clicked to send the SMS, the Signature Confirmation Section appears with a) an input field for the PIN, b) a text if they wish to sign and let Scrive eSign register their signature and c) a button to confirm the PIN and complete the signing process. After the correct PIN has been supplied and the Signatory has confirmed that they wish to sign , the signature is registered and the Signature Registration Section is displayed.

6.6.3 Swedish BankID authentication and Signature Confirmation Section

If the authentication was set to Swedish BankID, the Signatory is either a) prompted to type the ID number they want to use for authentication, or b) if the ID number was prefilled by the Initiator this is already prefilled and not editable. After the signatory has a) filled their ID number or reviewed the one that was prefilled by the Initiator and b) clicked to initiate the authentication with Swedish BankID, the Signatory authenticates within the Swedish BankID application. When the authentication is completed in the Swedish BankID application, Scrive eSign registers the signature. 

6.6.4 Signature Confirmation Section

If the authentication was neither set to Swedish BankID nor PIN by SMS then the Signature Confirmation Section asks the Signatory if they wish to either “sign” (if no signature was drawn in the document using the Signature Drawing Modal) or “finish” (if a signature was drawn in the document using the Signature Drawing Modal) and let Scrive eSign register their signature. Once the Signatory has confirmed that they wish to sign or finish the signing process, the signature is registered and the Signature Registration Section is displayed.

6.7 Receiving the confirmation after signing

This is the workflow guiding the Signatory after they have signed the Sign Material.

6.7.1 Signature Registration Section

After the Signatory has confirmed their signature in the Signature Confirmation Section, the Signatory is redirected to the Signature Registration Section. The Signature Registration Section instructs the Signatory that their signature is being registered by Scrive eSign.

6.7.2 Signature confirmation page

After Scrive eSign has completed registering the signature of the Signatory, the Signatory is either redirected to:

		a custom confirmation page. Scrive does not regulate the custom confirmation page other than requiring that the confirmation page should not be misleading to the Signatory, thus it can include any information.

		the Scrive eSign standard confirmation page. The standard confirmation page includes information that the Signatory’s signature has been registered. If the Author had set that Scrive eSign should send an outgoing confirmation message, then the Signatory is also informed that an outgoing confirmation message was sent to the Signatory or that, if there are more Signatories to sign the document, an outgoing confirmation message will be sent to the Signatory after all Signatories have signed.

		the Signing Handover Interface, where a button is displayed leading to the Workflow Session for that next Signatory. This happens if there are other Signatories in line to sign after the Signatory that just signed, and the Delivery Method was set to in-person for any of those Signatories.



6.7.3 Signature confirmation message

If Author set that an outgoing confirmation message should be sent to the Signatory, a confirmation message is sent either via SMS, email or both. The confirmation message includes information that the document has now been signed by all Signatories. The email also includes an original of the Evidence Package and the SMS includes a link to access the Evidence Package online. If the Evidence Package is over 10MB Scrive eSign will not include the Evidence Package in the confirmation email and instead an instruction and a link to access the document will be supplied. If the Author set that a custom confirmation message shall be included in the outgoing confirmation message, the custom confirmation message set by the Author is included after the standard confirmation message texts.

7. Evidence collection

During the Workflow Execution Scrive eSign is collecting evidence to include into the Evidence Package.

7.1 Collecting missing Sign Material

At any time during the Workflow Execution, Scrive eSign presents the Sign Material in its current state in the Sign View meaning that it displays a) images of each page of the Main Document, b) links to all Attachments and c) renders all currently defined Field Data on the pages of the Main Document using the placements specified by the Author. As the process advances, the Sign Material is collected and produced through the following process:

		The Author uploads the initial Sign Material into Scrive eSign, consisting of the Main document, Author Attachments and initial Field Data.

		The Signatories will perform a review of the Sign Material in the Sign View. Depending on the Workflow Settings the Signatory can be asked to upload Signatory Attachments and add more Field Data, so that the Sign Material is completed. This step is reiterated until all Signatories have signed. 

		When the last Signatory has signed, the Sign Material has become fully completed and is locked from further modifications.



7.2 Producing the Transaction Logs

Scrive eSign executes the following activities to produce the Transaction Logs:

		Record as many as possible of the Signatories’ activities in Scrive eSign during Workflow Execution

		Record screenshots of the confirmation after the Signatories have signed through Scrive eSign

		Record system information of the Signatories’ client system

		Record system time of the Signatories’ activities in Scrive eSign



This section will explain the different procedures for recording the Transaction Logs as listed above.

7.2.1 Recording Signatories’ activities in Scrive eSign

Scrive eSign records events when the Signatory has interacted with Scrive eSign during Workflow Execution. The activities in Scrive eSign that are recorded are listed below. Coordinates X=0, Y=0 is the top-left corner of the page, X=1, Y=1 is the bottom-right corner.

		Sample event (as printed in the Evidence Log)

		Event explanation



		Scrive eSign sealed the Evidence Package (as defined in the Service Description) with a keyless digital signature.

		See section 8.1.11.



		Scrive eSign sealed the final PDF with a digital signature.

		See section 8.1.10 and 8.1.12.



		Scrive eSign prepared the final PDF, including evidence collected by Scrive eSign, before sealing with a digital signature.

		See sections 8.1.1 – 8.1.9 



		The party [NAME OF PERSON] ([UNIQUE IDENTIFIER]) verified their identity with [AUTHENTICATION METHOD] to access the document.

Data returned from the [AUTHENTICATION METHOD]:

Name: [NAMED RETURNED]
ID number: [ID NUMBER RETURNED]


Signature: [SIGNATURE RETURNED]
Online Certificate Status Protocol (OCSP) Response: [OCSP RETURNED]

		See section 6.3.1.



		Scrive eSign sent an automatic reminder to sign using [DELIVERY METHOD] to [EMAIL@EXAMPLE.COM and 012-34 56 78] at the request of the user [NAME OF USER] ([UNIQUE IDENTIFIER]).

		See section 3.3.6.



		The user [NAME OF USER] ([UNIQUE IDENTIFIER]) withdrew the invitation to sign and Scrive eSign disabled the possibility to sign for all parties.

		See sections 5.2.



		The user [NAME OF USER ([UNIQUE IDENTIFIER]] changed authentication for [NAME OF PARTY (UNIQUE IDENTIFIER)] from [OLD AUTHENTICATION METHOD] to [NEW AUTHENTICATION METHOD].

		See section 5.9.



		The user [NAME OF USER] ([UNIQUE IDENTIFIER]) changed the email address for the party from [BAD@EXAMPLE.COM] to [GOOD@EXAMPLE.COM].

		See section 5.10.



		The user [NAME OF USER] ([UNIQUE IDENTIFIER]) changed the mobile number for the party from [BAD-12 34 56] to [GOOD-12 34 56].  

		See section 5.10.



		Scrive eSign locked the document from further modifications by the parties.

		See section 7.1 step 3.



		The signatory [NAME OF SIGNATORY] checked the checkbox “[EXAMPLE ATTACHMENT NAME]”. The text next to the checkbox was “[ACCEPT ATTACHMENT CONDITIONS TEXT]”.

		See sections 3.3.1 and 6.4.15.

[ACCEPT ATTACHMENT CONDITIONS TEXT] is the text that was visible to the signatory and depends on the document’s language setting. In English it is "I have read and accepted the content of the attachment [EXAMPLE ATTACHMENT NAME]".



		The party [NAME OF PARTY] ([UNIQUE IDENTIFIER]) deleted the attachment [ATTACHMENT NAME] previously uploaded by the party [NAME OF PARTY] ([UNIQUE IDENTIFIER]).

		See sections 3.3.2 and 6.4.16.



		Due to a system error Scrive eSign failed to finalise the Evidence Package (as defined in the Service Description) before sealing with a digital signature.

		Sometimes the system may fail to produce the Evidence Package as described in sections 8.1 – 8.3. This event is extremely rare.



		Scrive eSign’s external email delivery system reported that the invitation to [sign/review] the document sent via email to [PARTY@EXAMPLE.COM] was delivered.

		See sections 3.1.4 and 5.1.



		Scrive eSign’s external SMS delivery system reported that the invitation to [sign/review] the document sent via SMS to [012-34 56 78] was delivered.

		See sections 3.1.4 and 5.1.



		Scrive eSign sent an invitation to [sign/review] the document via [delivery method] to [PARTY@EXAMPLE.COM and/or 012-34 56 78]. The invitation included a link that when clicked lead to Scrive eSign’s online interface to [sign/review] documents. The invitation contained the following message: <BR/> <i>This is an example message text.</i>

		See sections 3.1.4, 3.3.7 and 5.1.



		Scrive eSign’s external email delivery system reported that the invitation sent via email to [PARTY@EXAMPLE.COM] could not be delivered and continued attempts were cancelled.

		See section 5.1.



		Scrive eSign’s external SMS delivery system reported that the invitation sent via SMS to [012-34 56 78] could not be delivered and continued attempts were cancelled.

		See section 5.1.



		Scrive eSign’s external email delivery system reported that the invitation sent to [PARTY@EXAMPLE.COM]  was opened.

		See section 5.1.



		The initiator [NAME OF INITIATOR] ([UNIQUE IDENTIFIER]) initiated the signing workflow and Scrive eSign a) locked the signing workflow from further editing, b) set the signing workflow language to [EXAMPLE LANGUAGE: ENGLISH], c) set the signing due date to [EXAMPLE DATE: 2013-01-01 00:00:00 UTC], d) set the time zone to [EXAMPLE TIME ZONE: CET] and e) initiated the signing workflow.

		See section 4.



		The user [NAME OF USER] ([UNIQUE IDENTIFIER]) prolonged the signing due date.

		See section 5.3.



		The signatory [NAME OF SIGNATORY] ([UNIQUE IDENTIFIER]) rejected the invitation to sign and Scrive eSign disabled the possibility to sign for all parties. The rejection message from the signatory [NAME OF SIGNATORY] ([UNIQUE IDENTIFIER]) was: <BR/> <i>This is an example message text.</i>

		See section 6.5.2.



		Scrive eSign sent a reminder to [review/sign] via [delivery method] to [SIGNATORY@EXAMPLE.COM and/or MOBILE NUMBER] at the request of the user [NAME OF USER] ([UNIQUE IDENTIFIER]). The reminder message from the user [NAME OF USER] ([UNIQUE IDENTIFIER]) was: <BR/> <i>This is an example message text.</i>

		See sections 9.1.4 and 5.7.



		Scrive eSign’s administrator ([ADMIN@EXAMPLE.COM]), a person authorised to administer Scrive eSign, requested preparation of the Evidence Package.

		In the rare event of failure there is a safety feature in Scrive eSign where an authorised person at Scrive can ask the system to try to reseal the Evidence Package.



		The user [NAME OF USER] ([UNIQUE IDENTIFIER]) edited the signing workflow in Scrive eSign’s interface to design signing workflows.

		See section 5.4.



		The SMS with the PIN was delivered to [MOBILE NUMBER] for the signatory [NAME OF SIGNATORY (UNIQUE IDENTIFIER)] to use for authentication.

		See section 6.6.2.



		An SMS with a PIN was sent to [MOBILE NUMBER] for the signatory [NAME OF SIGNATORY (UNIQUE IDENTIFIER)] to use for authentication.

		See section 6.6.2.



		The signatory [NAME OF SIGNATORY] ([UNIQUE IDENTIFIER]) uploaded the attachment [EXAMPLE ATTACHMENT NAME] requested by the workflow author. The request had the following description: <BR/> <i>This is an example description.</i>

		See sections 3.3.2 and 6.4.16.



		The signatory [NAME OF SIGNATORY] checked the checkbox “[EXAMPLE ATTACHMENT NAME]”. The text next to the checkbox was “[NOTHING TO UPLOAD TEXT]”.

		See sections 3.3.2 and 6.4.16.

[NOTHING TO UPLOAD TEXT] is the text that was visible to the signatory and depends on the document’s language setting. In English it is "Nothing to upload".



		The signatory [NAME OF SIGNATORY ([UNIQUE IDENTIFIER]) signed the 

document using PIN by SMS as authentication method. The PIN was sent to [MOBILE NUMBER].

		See section 6.6.2.



		The document was signed by [NAME OF SIGNATORY ([UNIQUE IDENTIFIER]) using [AUTHENTICATION METHOD] as authentication method. 


The text signed in the [AUTHENTICATION METHOD] client was:


$signed_text$

Data returned from the  [AUTHENTICATION METHOD]:

  

Name: [NAMED RETURNED]

ID number: [ID NUMBER RETURNED]

Signature: [SIGNATURE RETURNED]

Online Certificate Status Protocol (OCSP) Response: [OCSP RETURNED]

		See section 6.6.3.



		The signatory [NAME OF SIGNATORY ([UNIQUE IDENTIFIER]) signed the document.

		See section 6.7.1.



		The due date for signing the document passed. Scrive eSign disabled the possibility to sign for all parties.

		See section 3.3.5.



		The signatory [NAME OF PERSON] ([UNIQUE IDENTIFIER]) [CHECKED or UNCHECKED] the checkbox [NAME OF CHECKBOX]. The checkbox's placement in the Main Document: 

Page     X           Y

1            0.123   0.420

		See sections 3.2.4 and 6.4.10.



		The signatory [NAME OF PERSON] ([UNIQUE IDENTIFIER]) selected the radio button "[NAME OF RADIO BUTTON]" in radio group "[NAME OF RADIO GROUP]". Possible options were: [LIST OF ALL RADIO BUTTON NAMES IN RADIO GROUP]. The radio buttons placement in the Main Document:

Page     X           Y

1            0.123   0.128

1            0.123   0.142

		See sections 3.2.5 and 6.4.12.



		The signatory [NAME OF PERSON] ([UNIQUE IDENTIFIER]) signed in the signature box [NAME OF BOX]. The box's placement in the Main Document:

Page     X           Y

1            0.123   0.420

		See sections 3.2.5, 6.4.13 (or 6.4.18 if signature box was not placed) and 6.5.11.



		The signatory [NAME OF PERSON] ([UNIQUE IDENTIFIER]) changed the text in the text field [NAME OF FIELD] from [PREVIOUS VALUE] to [NEW VALUE]. The field's placement in the Main Document: 

Page     X           Y

1            0.123   0.420

		See sections 3.2.3 and 6.4.9 (or 6.4.14 if text field was not placed).



		The party  [NAME OF PERSON] ([UNIQUE IDENTIFIER]) opened the view to verify their identity before viewing the document.

		See section 6.3.1.



		The party [NAME OF PERSON] ([UNIQUE IDENTIFIER]) opened the document in Scrive eSign’s online interface to [review/sign] documents.

		See section 6.2.1.



		Highlighting was added to page 3 while [NAME OF PERSON] was viewing.

		See sections 3.5.1 and 6.4.4. 



		Highlighting was removed from page 3 while [NAME OF PERSON] was viewing.

		See sections 3.5.1 and 6.4.4. 





7.2.2 Generating images of the confirmation after Signatories signed

To sign through Scrive eSign the Signatory is asked to confirm the signature and after the Signatory has confirmed their signature a confirmation message is displayed. Scrive eSign will generate an image of the Signatories’ browser environment including the confirmation message in the foreground and the Main Document and Field Data in the background.

The technology for generating an image of the Signatories’ browser environment is not perfect. Therefore, as a safeguard in the event that the image of the Signatories’ browser cannot be generated correctly, Scrive eSign will at each Planned Production Upgrade, generate images of a reference browser environment including the confirmation message in the foreground and a demo Main Document and Field Data in the background. The purpose of the images is to serve as a reference to display how the images of the Signatories’ browser environment should have looked like if the image generation would have been generated correctly.

7.2.3 Recording Signatories’ system information

Scrive eSign records information of the system that the Signatories use at each system event generated by the Signatory. The information that is recorded is:

		IP address



7.2.4 Record the time of each event in Scrive eSign relating to a Signatory’s activity

At the time of an event triggered by a Signatories’ interaction with Scrive eSign, Scrive eSign will log the following information:  

		The time of Scrive eSign servers at the time of the Signatories’ activity 

		The time of the latest Clock Error Sample

		The clock error at the latest Clock Error Sample



7.3 Recording clock error

The time of Scrive eSign servers is controlled using NTP and the servers communicate indirectly with servers equipped with reference clocks whose purpose is to define reference time. Each hour Scrive eSign estimates the error of the clocks of its servers compared to reference time and the estimated error is measured in milliseconds (the “Clock Error Sample” or “CES”). The purpose of the Clock Error Sample is to produce data that can be used in a statistical model to evaluate the accuracy of Scrive eSign servers’ clock at the point of each logged event.

More about the Clock Error Sample and measurement of time in Scrive eSign is explained in the Appendix 4 Evidence of Time.

8. Evidence Package generation

8.1 Preparing the Evidence Package

Once all Signatories have signed electronically, Scrive eSign will execute the following actions to produce the Evidence Material:

		Prepare the Final PDF.

		Append the Verification Page as an additional page to the Final PDF.

		Append the Evidence Quality of Scrive E-signed Documents as an attachments inside the Final PDF.

		Append the Evidence Quality Framework as an attachment inside the Final PDF.

		Append the Service Description as an attachment inside the Final PDF.

		Append the Evidence Log as an attachment inside the Final PDF.

		Append the Evidence of Time as an attachment inside the Final PDF.

		Append the Evidence of Intent as an attachment inside the Final PDF.

		Append the Digital Signature Documentation as an attachment inside the Final PDF.



Once the Evidence Material has been produced Scrive eSign will execute the following actions to secure the integrity of the Evidence Material and thereby produce the final Evidence Package:

		Seal the material in steps 1-9 with a digital signature.

		Seal the material in steps 1-10 with a keyless digital signature (not performed if PAdES digital sealing is used).



A detailed description of the steps 1-11 follows below.

8.1.1 Prepare a Final PDF (step 1)

The Final PDF is prepared by inserting all the pages from the original Main Document, and subsequently all the Field Data is rendered using the placements defined by the Author in the Workflow Settings. If the Author defined that Attachments should be Merged with the Main Document they are added as pages to the Main Document. If the Author defined that Attachments should not be Merged with the Main Document the attachment is hashed using SHA-256. The hash can be found in the Evidence Log. Attachments that are not merged with the Main Documents are not digitally sealed. By comparing the computed hash (the output from execution of the algorithm SHA-256) to a known and expected hash value (the value in the Evidence Log), it’s possible to determine the Attachments’ integrity.

8.1.2 Append the Verification Page (step 2)

The Verification Page is one or several pages appended at the end of the Final PDF and it contains the following information:

		Transaction ID intended for support purposes.

		Information about the Main Document including name, number of pages and by whom it was submitted.

		Information about the each Attachment, including name, number of pages, if it was merged with the Main Document or not and by whom it was submitted.

		Information about the Initiator and each Signatory. 

		Activity history of each Signatory in Scrive eSign during Workflow Execution, including a brief description of the activity, the time of the activity and the IP address.

		A Scrive seal.



At the end of the Verification Page there is brief documentation describing what the Verification Page is. The documentation is intended to give the reader all the information necessary in order to understand:

		The nature of the document (an Evidence Package issued by Scrive).

		That additional documentation about the Evidence Package can be found in the Attachments.

		Where to verify the integrity of the document (https://www.scrive.com/verify).



The purpose of the Verification Page is to make the most important metadata about the Workflow Execution easily accessible.

8.1.3 Append the Evidence Quality of Scrive E-signed Documents (step 3)

The Evidence Quality of Scrive E-signed Documents is a brief introduction to the Evidence Package. The purpose of the document is to serve as an executive summary and help with the understanding of the Evidence Package without having to read through all the documentation. 

8.1.4 Append the Evidence Quality Framework (step 4)

The Evidence Quality Framework explains the legal aspects of digital evidence quality. The purpose of this document is to set a framework for the understanding of digital evidence quality and explain how the Evidence Package relates to such framework.

8.1.5 Append the Service Description (step 5)

The Service Description is this document and is a complete functional specification of Scrive eSign. The Scrive team maintains the following process to keep the Service Description up to date:

		A new version of Scrive eSign has been developed and the staging environment has been updated with the new version. The staging environment is the servers where the final testing of a new version of Scrive eSign is conducted before it is released to all customers. If the new version of Scrive eSign includes new features or substantial adjustments to existing features the Service Description is updated by the Scrive eSign product owner to include the changes made. The Scrive eSign product owner is the person that plans and manages the development of Scrive eSign.

		While on staging the changes to the Service Description is reviewed and corrected by the Scrive legal counsel in dialogue with the Scrive eSign product owner. 

		Once all text changes have been agreed by the Scrive eSign product owner and the Scrive legal counsel, the updated Service Description is to be included with the next updates to Scrive eSign. 



The purpose of the document is to serve as a reference for anyone trying to understand the Evidence Package and its different components.

8.1.6 Append the Evidence Log (step 6)

The Evidence Log includes all Transaction Logs printed in human readable text including a) the Signatories’ activities in Scrive eSign during Workflow Execution, b) all system information of the Signatories, and c) the UTC timestamp created at the moment of each Signatories’ activity.

The purpose of the Evidence Log is to make all collected metadata about the Workflow Execution accessible outside of Scrive eSign and thus independently of Scrive. 

8.1.7 Append the Evidence of Time (step 7)

The Evidence of Time includes a detailed documentation about a) how the time of the servers of Scrive eSign is measured and synchronised with trusted sources of time, b) a mathematical algorithm to calculate the probability of time deviation above certain time intervals and c) the measurements required to insert into the mathematical algorithm, including the last 1000 samples of the servers time deviation and their distribution.

The purpose of the Evidence of Time is to explain how Scrive eSign measures time and

provide a mathematical algorithm by which it is possible to calculate the probability of

the error of the time stamps recorded by Scrive eSign.

8.1.8 Append the Evidence of Intent (step 8)

The Evidence of Intent includes the images of the Signatories browser environment generated by Scrive eSign when the Signatory has signed and is displayed with a confirmation thereof. Additionally the Evidence of Intent also includes the reference images generated by Scrive eSign at each Planned Production Upgrade.

The purpose of the Evidence of Intent is to secure a) evidence of intent to sign and b) evidence of what Sign Material there was intent to sign, to avoid such rhetoric as exemplified by the example with the blue elephant and the pink sheep.

8.1.9 Append the Digital Signature Documentation (step 9)

The Digital Signature Documentation contains an algorithm for how to prove the document’s integrity mathematically. The document integrity can be tested mathematically with the help of a) the Digital Signature Documentation, b) a code published in the Financial Times after the date of sealing the document with the digital signature (step 10) and c) a keyless digital signature has been applied to the document after the date of publishing the code in the Financial Times (step 11). This document does require technical knowledge to be useful.

The purpose of the Digital Signature Documentation is to explain how the integrity of the Evidence Package can be verified independently of Scrive or any other third party. Note that the Digital Signature Documentation is not intended as the primary method for proving the document’s integrity. The use of the Digital Signature Documentation is intended as a last resort after which all other methods of verifying the integrity have failed. To clarify, the intended order for verifying the integrity of a document is:

		Scrive provides the primary method for verifying the integrity of a signature at https://www.scrive.com/verify. Here the document owner can upload the document and get an automated validation of the document integrity. This method does not require any technical knowledge to be useful.

		If this primary method for some reason fails to perform the verification of integrity then the digital signature provider, Guardtime (http://www.guardtime.com), can be contacted directly for verification. This second method also does not require any technical knowledge to be useful.

		Finally, if both previous methods have failed, the Digital Signature Documentation can be used to mathematically verify the document integrity.



8.1.10 Append the Digital Signature (step 10)

When the steps 1-9 have been performed the document is sealed with a digital signature from Guardtime to produce the complete Evidence Package (steps 1-10).

The purpose of the Digital Signature is to be able to prove the integrity of the Evidence Package with the help of Guardtime. Additionally the digital signature also has a function of a strong timestamp useful as evidence of time at the point of sealing the document. Learn more about this in the Digital Signature Documentation.

8.1.11 Append the Keyless Digital Signature (step 11)

Around the 20th each month Guardtime will make an updated Keyless Digital Signature available. Scrive eSign will apply the updated Keyless Digital Signatures on Evidence Packages that were produced by Scrive eSign 40 days after the initial signing.

The purpose of the Keyless Digital Signature, is that the integrity of the Evidence Package can be verified mathematically and independently of Scrive, Guardtime or any other third party, only relying on public information. Additionally, the verification will provide irrefutable evidence about when the timestamp in step 10 was generated. Learn more about this in the Digital Signature Documentation.

8.1.12 PAdES digital signature (optional to Steps 10 and 11)

The PAdES digital signature secures that the document can not be tampered without breaking the signature. In addition, the following are appended to the document as part of PAdES digital signature: 

		A URL to a Certificate Revocation List is appended that can be read to assure that the certificate is not in a revoked state at the time of signing of the document. 

		An OCSP (online certificate status protocol) is embedded to check the revocation status of the certificate. 

		A TimeStamp is added at the time of signing to ensure two things; that the signature was valid at the time of signing; and (ii) that the signature remains valid over time. 



9. Document administration

Scrive eSign has a basic document management system. This system is described in this section.

9.1 Document list

9.1.1 List view

Initiated Workflows and Evidence Packages from completed workflows are displayed in a list with progress status, time of latest event, name of Initiated Workflow, Initiator, Parties and Delivery Method(s).

9.1.2 Learn more and manage workflow

By clicking the name of an Initiated Workflow, the User is redirected to the Document View where there is more information about the workflow progress and options to manage the workflow.

9.1.3 Mass-withdraw invitations

To withdraw an invitation to sign an Initiated Workflow, select Initiated Workflows by checking the checkboxes on the side and press “withdraw”. The invitation to sign the selected Initiated Workflows will be withdrawn and they will no longer be possible to sign. If a Signatory clicks an invitation link to a withdrawn document they will land in a landing page with an instruction that the Workflow Execution has been cancelled.

9.1.4 Send mass-reminder

To remind Signatories of an Initiated Workflow to sign, select by checking the checkboxes on the side and press “send reminder”. The reminder to sign the selected Initiated Workflows will be sent to all the Signatories that haven’t signed using the Delivery Method as initially selected by the Author. If a specific sign order has been defined the reminder will only be sent to the next Signatory in line for signing.

9.1.5 Delete

To delete an Initiated Workflow or Evidence Package from the list view, select by checking the checkboxes on the side and press delete. Initiated Workflows that are deleted will also automatically be withdrawn.

9.1.6 Filter and search

Filter documents based on workflow progress status, initiator and/or date. Search the list of Template Workflows with free text search. Matches will be provided for all free text data.

9.1.7 Download all documents

Select what documents to download and download a zip-file including the PDFs of the selected documents. The Main Document from Initiated Workflows will be downloaded in its current state and finalised documents will be downloaded as completed Evidence Packages.

9.1.8 Download metadata as CSV

By selecting this option metadata from all transactions will be downloaded as CSV. The metadata includes information about each Party and the most important activities of the Party during Workflow Execution.

9.2 Template Workflow editing list

9.2.1 List view

Template Workflows are displayed in a list time of latest change, name of Template Workflow, Initiator, Parties and Delivery Method(s). Deleted Template Workflows are deleted instantaneously.

9.2.2 Filter and search

Search the list of Template Workflows with free text search.

9.2.3 Delete

To delete a Template Workflow from the list view, select one or multiple templates by checking the checkboxes on the side and press delete.

9.2.4 Share

To share a Template Workflow in the list view with other Users in the same organisation, select one or multiple Template Workflows by checking the checkboxes on the side and press share.

9.3 Trash list

9.3.1 List view

Deleted Initiated Workflows, Template Workflows and Evidence Packages are displayed in a list with progress status, time of latest event, name of Initiated Workflow, Initiator, Parties and Delivery Method(s). Deleted documents stay in the list for one month before Scrive eSign deletes them permanently from the system.

9.3.2 Filter and search

Filter documents based on workflow progress status, initiator and/or date. Search the list of Template Workflows with free text search. Matches will be provided for all free text data.

9.3.3 Restore

To restore a document back to the documents list, select by checking the checkboxes on the side and press restore.

9.4 Auto-deletion of documents and personal data

This is a setting that will instruct Scrive eSign to auto-delete documents and personal data after a number of days as defined by the account administrator. This applies to all documents except templates and documents pending signing. Upon deletion the documents are moved to Trash.

10. Account administration

10.1 Organisation administration

Accounts in Scrive eSign are organised in organisations. Each User belongs to an organisation. The organisation settings will be used in the Users interactions with Parties when using the system.

10.1.1 Organisation details

In the account section it is possible to edit the organisation details. The organisation details include name, organisation number and address. The name and organisation number will be displayed whenever the User is displayed as Party to a Workflow Execution, including places such as the Sign View and the Verification Page. The organisation address and mobile number  of the organisation’s administrators will be used for billing and support purposes.

10.1.2 White-label branding

There are two types of white-label branding in Scrive eSign: the Workflow Session branding and the complete white-label branding. In the account section it is possible to white-label the Workflow Sessions with the company brand profile, including a) the Sign View, b) the emails,  c) SMS’ d) the logged in part (such as the Design View), e) the favicon, f) the browser title. The complete white-label branding can only be set by a Scrive administrator and additionally to the Workflow Session branding includes white-labeling of a) the login and signup views, b) party colors and c) document status icons. 

10.2 User administration

10.2.1 User privileges

There are two levels of user privileges: standard and admin. The standard User can do everything as specified in the previous sections of this specification document. The admin User has the additional privileges as specified below.

		Privilege

		Explanation



		Edit company details

		Can edit the details of the organisation’s Scrive eSign account.



		Add user

		Can add users to the organisation’s Scrive eSign account.



		Remove user

		Can remove users from the organisation’s Scrive eSign account.



		White-label branding

		Can do Workflow Session branding for all users of the organisation’s Scrive eSign account.



		Access all documents

		Can access all documents of all Users in the organisation’s Scrive account.



		Manage all documents

		Can manage all documents of all Users in the organisation’s Scrive account.





10.2.2 User management

In the account section the admin User can add Users by typing name and email address. The person will then be invited to have an account as part of the organisation of the inviting admin User. The Users of the organisation are displayed in a list and can be removed from the organisation by selecting the User and deleting it. All documents of that User will stay the property of the organisation.
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1. Purpose

The purpose of the Digital Signature Documentation is to provide a method so that the integrity of the Evidence Package can be verified mathematically and independently of Scrive, Guardtime or any other third party, only relying on public information. 

2. Overview

2.1 Digital Signatures

Digital signatures are used to make digital data tamper proof, so that it can be verified that the data has not been modified since the digital signature was created.

Digital signatures are designed in a way that there is a method for checking that the data that the signature is applied to is not modified, and that there is a method for checking that the signature has been issued in some trusted way.

2.2 Cryptographic Hash Functions

There is one mathematical concept that is pervasive in digital signing technologies: cryptographic hash functions. Such functions are used to straightforwardly compute a “hash value” of some fixed length (e.g. 256 bits) of some arbitrary amount of data, with the property that it is infeasible to reverse the function and get the data back from the hash value, but most importantly: it is infeasible to come up with any other piece of data that will compute to the same hash value.

These properties imply that it is sufficient to protect hash values of data instead of the data itself. The reason is that if we know that the protected hash value is unmodified and matches the hash value that we can compute of the data itself, then we know that it is infeasible that the data itself has been modified. For integrity purposes, hash values are essential condensations of the original data.

In addition to the cryptographic hash functions, many technologies for digital signatures are based on the use of keys.

2.3 Key-based digital signatures

In key-based digital signatures, secret information (private keys) are used to create signatures by some trusted organisation. Each private key has a corresponding public key which is used for verifying the integrity of the digital signatures created with the private key. So to check a key-based digital signature, one needs to access the public key that corresponded to the secret key used to create the signature. In addition to verifying the signature using the public key, one has to verify that the public key comes from the trusted organisation that created the signature. This can be done using digital certificates as part of the public-key infrastructure.

Key-based digital signatures are problematic due to the durability requirements that come with protecting Evidence Packages. The private key must be kept secret by the trusted organisation. Should the key become public, the digital signatures that were issued using it can no longer be used to verify the integrity of the data. As a mitigation, the trusted organisation can limit the time that any one public/private key pair is used, and then erase the private key. Should a private key leak from the trusted organisation, only signatures created during the lifetime of the private key become worthless. However, more frequent renewal of keys mean that the organisation issuing digital signatures must provide more public keys for verification purposes. The main problem remains: how can one be sure that a private key was not leaked and used to forge digital signatures? The PAdES standard specifies a set of restrictions and extensions to the standards for PDF and ISO-32000-1 and -2. PAdES is described in the technical specification TS-102 778 that is published and maintained by the European Telecommunication Standards Institute, ETSI.

2.4 Keyless digital signatures for durability

Keyless digital signatures rely solely on the properties of cryptographic hash functions to protect data, without the use of secrets.

An extremely simple (but naive) method for creating a keyless digital signature is to compute the hash value of some data and then make that hash value public so that it can be used to verify that copies of the data have not been modified. It is important that the hash value is published so that that a verifier readily can find it and trust that the hash value is authentic, and that the publication is permanently accessible for the foreseeable future. A suitable method is to publish the hash value in a newspaper that is widely spread and archived throughout the world.

Although simple, the naive method described is not practical in that it requires one hash value to be published for each piece of data that needs a digital signature. To make keyless digital signatures practical one can combine hash values from multiple pieces of data by juxtaposing the hash values and computing new hash values of the result, as illustrated below:
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By combining hash values in this way, one can choose to publish the combined hash value periodically, e.g. once a month. For verification to work, additional information is needed to ensure that a particular Evidence Package’s hash value leads to the hash value that is published in a newspaper (such a published hash value is called a publication code). Therefore, the digital signature contains information about what newspaper contains the publication code (currently, publication codes are printed in Financial Times), as well as intermediate hash values in the linked chain of hashes all the way to the publication code. For the middle Evidence Package in the diagram above, the digital signature would have information about where one can find the publication code c₆, as well as the intermediate hash values c₃, d₄, and d₅. From the Evidence Package’s computed hash value d₃, the intermediate hash values in the digital signature, and the combining cryptographic hash function H taking juxtaposed hash values, a verifier would compute the complete chain of hash values: c₄ = H(c₃,d₃), c₅ = H(c₄,d₄), c₆ = H(c₅, d₅). Having computed c₆, the verifier needs to check that it is equal to the newspaper’s publication code.

Since the digital signature must contain extra information about intermediate hash values that stem from other Evidence Packages leading to the publication code, one cannot immediately put the keyless digital signature into the Evidence Package upon its creation—one has to wait until the publication code is known. But since the parties involved in signing a document typically want access to the Evidence Package right away, Scrive E-sign provides the parties with an initial version of the Evidence Package with a temporary, keyless digital signature. Once the Evidence Package’s hash value has been part of the linked chain that leads to a publication code, Scrive E-sign produces a new Evidence Package with the permanent, keyless digital signature. Signatories that choose to store their Evidence Package in the archive service provided by Scrive E-sign can download the revised Evidence Package in the archive once it becomes available.

The devil in the details regarding the implementation of keyless digital signatures (e.g., in practice one would use trees of intermediate hash values instead of linked chains), but the fundamental principle is the same: data can be verified by computing a sequence of hash values and check against a value that is published in a trusted way.

2.5 Verifiable timestamps using keyless signatures

The keyless signature not only provides a method for verifying the integrity of the Evidence Package, it also encodes the time down to the second when the signature was created. By construction, the time encoding is irrefutable and can be produced as part of the verification method of the keyless digital signature.

The following diagram gives a simplified version of how the time encoding works. Each publication code that goes into a newspaper is the root of the so called calendar tree, which is an ever-growing tree with one leaf node for each second since midnight, January 1st, 1970 in Coordinated Universal Time (UTC), a point in time we will denote T₀. (In the diagram, we have assumed that there is one evidence package providing the hash value for each leaf node, which is a simplification since we for each second may have zero or more than one evidence package for which we want a digital signature. In reality, the hash value of each leaf node in the calendar tree is constructed from an aggregation tree of hash values. We have also assumed a very small calendar tree, consisting of just four leaf nodes spanning a time of four seconds. A calendar tree for a whole month is of course much larger.)
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Now, suppose we want to verify the digital signature for the evidence package in the third row. The digital signature contains the path from the root down to the leaf, telling us if we should choose the upper route (encoded as a 0) or lower route (encoded as a 1) to get to the next level. The choices form a sequence which can be interpreted as a binary number, and for the path highlighted in yellow, this binary number is 10 which in decimal is the number 2. One can then conclude that this leaf was constructed at T₀ + 2, that is, 2 seconds after midnight, January 1st, 1970 (UTC).

(In reality, the time encoding is not done using T₀ as a start point, but instead by using the time when the publication code was created as an end point. Details can be found in appendix Extracting the Signing Time.)

The next section provides precise information about the digital signatures produced by Scrive E-sign and how they can be verified.

3. How to Verify the Evidence Package

The signed document (PDF file) that the Evidence Package (HTML attachments - that this Digital Signature Documentation is part of) is embedded into, has either been electronically sealed by Scrive using the Guardtime Keyless Signature technology or with a PAdES digital signature. This enables independent verification of the time when the document was signed and checking that it has not been modified since. The process consists of several steps outlined below. If the document is signed using PAdES the signature can be validated in Acrobat Reader.

3.1 Extracting the Signature

The signature is embedded into the document following the standard PDF digital signature framework [PDF, section 12.8]. A Guardtime signature has the value GTTS.TimeStamp in its Filter field.

A single PDF file can contain several revisions of a document [PDF, section 7.5.6]. A Guardtime signature normally signs all revisions up to and including the one that contains it. In order to verify the document as it was signed, all subsequent updates have to be removed from the file.

More precisely, the signature protects the parts of the document specified by the ByteRange field of the signature. The two ranges must cover everything left after the previous step, except the Contents field of the signature.

The signature value is embedded in the Contents field in base 16 encoding. The value has to be stripped of trailing spaces and decoded [BASE, section 8] for further processing.

3.2 Parsing the Signature

The result of the previous step has to be parsed as an ASN.1 data structure in BER encoding [ASN, DER]. This must yield a ContentInfo structure [CMS, section 3] that embeds a SignedData structure [CMS, section 5] in the content field.

The contents of the encapContentInfo.eContent field of the SignedData structure have to be parsed as an ASN.1 data structure in DER encoding. This must yield a TSTInfo structure [TSP, section 2.4.2].

A Guardtime signature must have a single SignerInfo element in the signerInfos field of the SignedData structure and the object identifier 1.3.6.1.4.1.27868.4.1 in the signatureAlgorithm field of the SignerInfo structure.

The contents of the signature field of the SignerInfo structure have to be parsed as an ASN.1 data structure in DER encoding. This must yield a Guardtime-defined TimeSignature structure:

                          TimeSignature ::= SEQUENCE {

                            location HashChain,

                            history HashChain,

                            publishedData PublishedData,

                            pkSignature [0] SignatureInfo OPTIONAL,

                            pubReference [1] SET OF OCTET STRING OPTIONAL

                          }

                          PublishedData ::= SEQUENCE {

                            publicationIdentifier INTEGER,

                            publicationImprint DataImprint

                          }

Each of the HashChain fields is an ASN.1 OCTET STRING that contains a concatenation of a number of HashStep records. Each HashStep record in turn is a concatenation of a 1-byte hash algorithm code (appendix Hash Functions), a 1-byte direction indicator, a variable-length DataImprint field, and a 1-byte level number. The DataImprint field consists of a 1-byte hash algorithm code followed by the hash value (the number of bytes determined by the hash function). Note that all these are just concatenated together, not encoded as separate ASN.1 fields.

The DataImprint field in the PublishedData structure is an ASN.1 OCTET STRING that consists of a 1-byte hash algorithm code followed by the corresponding number of bytes of hash value (again, just concatenated).

The contents of the pkSignature and pubReference fields will not be used in the following and thus need not be parsed. However, presence of the pkSignature field indicates the hash chain contained in the history field is a temporary one not connected to a printed control publication. In such a case, the history and publishedData fields should be updated before proceeding (appendix Extending the TimeSignature).

3.3 Checking the Document

To check that the document matches the signature, it must be verified that the hash value of the signed document corresponds to the one embedded in the signature.

The concatenation of the sections of the original PDF file specified by the ByteRange field has to be hashed using the algorithm specified by the messageImprint.hashAlgorithm field of the TSTInfo structure. The result must be equal to the value of the messageImprint.hashedMessage field of the TSTInfo structure.

3.4 Checking the Signature

To check that the signature is internally consistent, it must be verified in several places that the hash value computed from one part of the signature corresponds to the one embedded in another part.

The DER-encoded representation of the TSTInfo structure (that is, the value of the encapContentInfo.eContent field of the SignedData structure) has to be hashed using the algorithm specified by the digestAlgorithm field of the SignerInfo structure. The result must be equal to the value of the message-digest attribute in the signedAttrs field of the SignerInfo structure.

The DER-encoded representation of the SignedAttributes structure has to be hashed using the algorithm specified by the digestAlgorithm field of the SignerInfo structure. The result will be the input data to the hash chain computation process described next. Note that the data to be hashed in this step is different from the representation of the signedAttrs field in the SignerInfo structure, as the latter is a tagged implicit set while the former is an explicit set [CMS, section 5.4].

For each HashStep record in the location hash chain and then for each HashStep record in the history hash chain in the TimeSignature structure, in the order in which the records appear in the chains:

		compute x as the result of hashing the input data with the algorithm specified by the hash algorithm code (the first byte) in the record;

		if the direction indicator (the second byte) in the record is 0:

		compute y as the concatenation of the DataImprint field (bytes from the third up to but excluding the last), the hash algorithm code (the first byte), the value of x, and the level byte (the last byte);

		if the direction indicator (the second byte) in the record is 1:

		compute y as the concatenation of the hash algorithm code (the first byte), the value of x, the DataImprint field (bytes from the third up to but excluding the last), and the level byte (the last byte);

		if the direction indicator (the second byte) is something else:

		abort with an error "invalid signature";

		the value of y is the input for the next step.



Finally, the value of y from the last step of the hash chain computation has to be hashed using the hash algorithm specified by the first byte of the publicationImprint field of the PublishedData structure. The result must be equal to the remaining bytes of the publicationImprint field.

3.5 Checking the Publication

To check that the signature matches the widely witnessed control publication, it must be verified that the contents of the PublishedData structure correspond to a printed publication acquired from a trusted source.

The publicationIdentifier field in the PublishedData structure contains the POSIX time [POSIX, section 4.15] value for the moment when the control publication was generated. A Guardtime control publication appears in the World Edition of the Financial Times 2–6 days after it is generated (depending on the publisher's schedules).

The PublishedData structure is formatted into human-comparable form as follows:

		the value of the publicationIdentifier field as a 64-bit integer (8 bytes in big-endian order) and the contents of the publicationImprint field are concatenated;

		a CRC-32 checksum [CRC, section 8.1.1.6.2] is computed on the result of the previous step and appended to it;

		the result of the previous step is encoded in base 32 [BASE, section 6];

		the result of the previous step may be broken into groups of 6 or 8 characters by dashes.



The result must be equal to the control publication that appears in the newspaper (ignoring possible differences in the optional character grouping).

3.6 Conclusion

Since in the whole computation starts from the contents of the PDF file and through a series applications of one-way functions ends up at a value that was known to exist at some well-established time in the past (the time when the newspaper was printed), this proves that the file in question existed before that time in the same form as it is currently.

The preceding statement relies only on the hash functions being one-way and assumes absolutely nothing about the Guardtime technology. Adding information about how the hash chains are constructed (which is seen by all Guardtime clients while it happens and can thus also be considered quite widely witnessed) makes it possible to extract the signing time with much better precision (appendix Extracting the Signing Time).

4. Hash Functions

The following table lists the hash functions that may be used in hash chains in Guardtime keyless signatures, along with their identifiers and hash value sizes.

		Algorithm Name

		Guardtime ID

		Hash Value Size

		Algorithm Specification



		SHA-1

		0

		20

		SHA, section 6.1



		SHA-224

		3

		28

		SHA, section 6.3



		SHA-256

		1

		32

		SHA, section 6.2



		SHA-384

		4

		48

		SHA, section 6.5



		SHA-512

		5

		64

		SHA, section 6.4



		RIPEMD-160

		2

		20

		RIPE, section 7





5. Extracting the Signing Time

The time when a datum was signed with a Guardtime keyless signature can be extacted from the history and the publicationIdentifier fields of the TimeSignature structure (section Parsing the Signature). The process is as follows:

		set h to 0 and p to the value of the publicationIdentifier field;

		for each HashStep record in the history hash chain, in the reverse of the order in which the records appear in the chain:



		if p is 0: abort with an error "invalid signature";

		set x to the highest power of 2 that does not exceed p;

		if the direction indicator (the second byte) in the record is 0: set h to h+x and p to p-x;

		if the direction indicator (the second byte) in the record is 1: set p to x-1;

		if the direction indicator (the second byte) is something else: abort with an error "invalid signature";



		if p is not 0: abort with an error "invalid signature";



The final value of h is the POSIX time [POSIX, section 4.15] value for the moment when the datum was signed.

6. Extending the TimeSignature

For each Guardtime signature and any control publication generated after the signature was issued, a hash chain can be created that connects the signature to the control publication and thus also to the printed medium in which the publication appeared. This process is called extending the signature.

The preferred way to do this is to access an online verification service using a tool obtained from either Scrive or Guardtime. This can also be done independently using the calendar database acquired either from Guardtime or, in case Guardtime has ceased the service, from the Estonian Technical Surveillance Authority, to which Guardtime is obligated to deposit the database before exiting the business.

The Guardtime calendar database consists of one hash value per second, indexed by integral POSIX time [POSIX, section 4.15] values (red nodes and black numbers on the figure below). Each of these hash values aggregates all signing requests that the Guardtime service processed during the corresponding 1-second time interval.

The aggregate hash values are connected into binary trees by hashing them together in pairs in left to right order, then hashing the first level pairs together again, and so on until a set of complete binary trees is obtained (blue arrows and nodes on the figure). For generating the control publication, the roots of the binary trees are hashed into a chain in right to left order (purple arrows and nodes), and the value from the last node of the chain is extracted for generating the control publication (golden arrow).

More precisely, each node on the figure is a DataImprint structure (section Parsing the Signature). On each step, the DataImprint from the left child node, the DataImprint from the right child node, and a single byte with the value of 255 are concatenated together, hashed, and the result is obtained as a DataImprint consisting of the concatenation of the 1-byte hash algorithm code (appendix Hash Functions) and the hash value.
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For manageability, the database is split into several files (separated by dashed black lines on the figure). For the files to be usable without access to preceding ones, each file starting from some time value t also contains the root values from the binary trees corresponding to the state of the database on time t-1 (dashed blue arrows between the first and second file on the figure).

To construct the hash chain linking a given signature to a given publication, the following steps have to be performed:

		The signing time has to be extracted from the history and publishedData fields currently in the signature (appendix Extracting the Signing Time);

		The calendar database files covering the full interval from the signing time to the time when the publication was generated have to be obtained (format and naming of the files described later in this section);

		The hash-linked structure corresponding to the time when the publication was generated has to be reconstructed (as described earlier in this section);

		The unique hash chain connecting the leaf entry corresponding to the signing time to the root entry corresponding to the control publication (dotted arrows on the figure above) has to be extracted;

		The TimeSignature structure (section Parsing the Signature) has to be updated with new values:



		The history field is set to the concatenation of HashStep records describing the steps in the hash chain; each HashStep record is constructed as the concatenation of the 1-byte hash algorithm code from the DataImprint in the current node, the 1-byte direction indicator (0 if the sibling node is to the right in the tree, 1 if the sibling is to the left), the DataImprint from the sibling node, and a single byte with the value of 255;

		The publicationIdentifier field is set to the POSIX time value for the moment when the control publication was generated;

		The publicationImprint field is set to the DataImprint value in the root entry corresponding to the control publication.



Each calendar database file consists of a fixed header, a set of root node records, a sequence of calendar node records, and a checksum record. In the following, many values are given in hexadecimal, with the 0x prefix prepended.

The header consists of 12 fields totaling 65 bytes:

		8-byte sequence: file format identifier; must be 0x47, 0x54, 0x49, 0x4d, 0x45, 0x48, 0x44, and 0x42 (ASCII representation of 'GTIMEHDB');

		4-byte integer: endian-ness indicator; fixed value 0x01020304; all other 32-bit integers in the file will be in the same byte order;

		4-byte integer: version number; must be 0x00000001 (in file byte order);

		8-byte integer: endian-ness indicator; fixed value 0x0102030405060708; all other 64-bit integers in the file will be in the same byte order;

		8-byte integer: file creation time as POSIX time;

		8-byte integer: first calendar record index; the POSIX time value for the first node in the calendar node section of the file;

		4-byte integer: first calendar record offset; the offset of the start of the calendar node section within the file;

		4-byte integer: calendar record length; the length of each record in the calendar node section of the file;

		1 byte: calendar hash algorithm; the 1-byte hash algorithm code (appendix Hash Functions) for the hash function used by all calendar nodes in this file (they all must use the same algorithm);

		1 byte: flags; must be 0x01;

		14 bytes: reserved for future; all bytes must be 0x00;

		1 byte: CRC8 checksum of all preceding bytes in the header record; this is intended as a short-term protection against accidental errors while the file is being created; checking this may be omitted as the checksum record at the end of the file gives much stronger protection.



The root node section spans the space from the end of the header to the beginning of the calendar node section. It consists of a sequence of root node records followed by a 1-byte CRC8 checksum of all preceding bytes in the section. Each root node record consists of 4 fields:

		4-byte integer: record length; the number of bytes to follow in this record (excluding the length field itself);

		8-byte integer: record index; the POSIX time value for the last calendar node in the complete binary tree whose root this node is;

		1 byte: the 1-byte hash algorithm code for the hash function used in this node;

		variable-length sequence: the hash value in this node (the length is determined by the hash function used; it may also be computed by subtracting 9 from the value of the record length field).



Note that the concatenation of the two last fields in each record yields the DataImprint value for the corresponding node.

The calendar node section spans the space from the end of the root node section to almost the end of the file; it is followed only by a checksum record that has the same size and format as a calendar node record. It consists of a sequence of calendar node records (and no section checksum). Each calendar node record consists of 3 fields:

		4-byte integer: record index offset; this value is to be added to the first calendar record index field from the file header to obtain the POSIX time value for this node;

		variable-length sequence: the hash value in this node (the length is determined by the hash function used which is specified by the calendar hash algorithm field in the file header; it may also be obtained by subtracting 5 from the calendar record length field in the file header);

		1 byte: CRC8 checksum of all preceding bytes in the record.



Again, note that the concatenation of the calendar hash algorithm field from the file header and the hash value field from the record yields the DataImprint value for the corresponding node.

The last record in the file is the cryptographic checksum of the whole file:

		4-byte integer: fixed value 0xffffffff;

		variable-length sequence: the hash value computed by hashing all data preceding the checksum record in the file using the hash function specified in the calendar hash algorithm field in the file header (the length is the same as for the calendar node records);

		1 byte: CRC8 checksum of all preceding bytes in the record.



The calendar database files are named following the pattern

    hashdb-tttttttttttttttt-yyyy-mm-dd-hhmmss.bin

where the fields have the following meaning:

		filename prefix, always hashdb;

		POSIX time value for the first calendar node in the file; 16-digit lower-case hexadecimal number with leading zeroes preserved (but no 0x prefix);

		year, month, and day of the file creation time; month and day are 2-digit decimal numbers with the leading zeroes preserved;

		hour, minute, and second of the file creation time (in UTC); each is 2-digit decimal number with the leading zero preserved;

		filename suffix, always bin.
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